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Abstract 

This article studies the beamforming design for SWIPT system. Aiming at the 

physical layer security communication problem of the eavesdroppers in the downlink 

MIMO system, a beamforming design scheme based on artificial noise is proposed. 

Firstly, the system model of the scheme is given, and the problem of optimizing the 

minimum total transform power, satisfying the security of communication at the same 

time, along with the receiver energy collection threshold and the information leakage 

control index constraint. The system works in the decode and forward scheme relay 

network and also adopt power splitting technology to improve the performance. For 

simulation part, different factors are texted to analyse the effects caused by them. 
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1. Introduction  
The wireless communication system has undergone a qualitative leap after decades of 

technological innovation and evolution, but at the same time it will face enormous 

challenges. On the one hand, with the rise of mobile Internet and multimedia 

technologies and the widespread use of intelligent mobile terminals, people are eager 

to obtain richer data and multimedia services anytime and anywhere through wireless 

networks, and the demand of information transfer is increasing dramatically while the 

energy consumption of the terminal and the receiving end is simultaneously increased. 

On the other hand, in recent years, with the continuous breakthrough and development 

of wireless communication technology, it can be applied in many harsh or special 

environments. Sensors in these networks cannot be connected to the power supply 

system by wire due to environmental conditions. Therefore, they usually choose 

batteries as power with a capacity limitation. Once the battery is outage, it needs to be 

extended to extend the life of the device. If it is unable to provide continuous power 

supply for these energy-limited devices, the communication quality and service life of 

the network will be limited by the limited battery capacity. Therefore, whether an 

effective means can be found to provide a continuous and stable power supply for 

energy-limited devices becomes the key to prolonging the network survival time and 

improving communication quality.  

In response to the above challenges, the industry and academia have done a lot of 

research to reduce equipment energy consumption and extend network survival time. 

The research direction is mainly divided into two categories. The first category is 

energy conservation optimization to save energy. Specifically, by using some 

technical methods improving the network energy efficiency, such as relay technology, 

cooperative communication technology, network coding technology, to reduce energy 

consumption [1], etc. The other is to use the advantage of energy around through 

energy harvesting technology to supply nodes in the communication net. recently, a 

new energy harvesting technique has been proposed that collects energy from radio 

frequency signals in the surrounding environment and stores it for subsequent 

wireless communication transmission [5]. Because there are a lot of radio frequency 

signals in the natural environment around space, these signals carry energy while 

carrying information. If the energy in these signals can be collected and utilized, the 

life time of some energy-limited devices in the network will be greatly extended. At 



the same time, it can also reduce the energy consumption of the communication 

network. Therefore, this technology for collecting energy from radio frequency 

signals has attracted widespread attention and research in scholars in just a few years, 

and is also called as simultaneous wireless information and power transfer.  

Apart from problems mentioned above, secure communication is also a permanent 

topic in the field of communications. Traditional secure communication is based on 

cryptography, and its security is based on computational complexity and is usually 

implemented above the network layer [6]. However, with the rapid increase of 

computing resources available to humans, traditional computational complexity-based 

secure communication methods face enormous challenges [7]. The physical layer 

security method proposed in recent years is based on information theory. It is 

theoretically proved that when the information transmission rate is lower than the 

security capacity, the complete security of information transmission can be realized, 

which quickly becomes a research hotspot in the field of secure communication [8]. 

Physical layer security was established by Shannon's use of information theory in 

1949 to define the concept of absolute security and Wyner's research on the 

volumetric area of the eavesdropping channel with doubts [2;4]. From the perspective 

of information theory, Wyner proves that as long as the primary channel has the 

advantage of channel transmission quality relative to the eavesdropping channel, it 

can realize the independent transmission of the traditional key technology to ensure 

the secure transmission of information. Different from the traditional encryption 

algorithm, physical layer security is an information security transmission mechanism 

without complicated mathematical calculation process and simple and unbreakable. 

The biggest feature of physical layer security is that no matter how strong the 

eavesdropper's computing power is, it is impossible for an eavesdropper to crack any 

useful information of the user [12]. Therefore, the physical layer security will provide 

a stable and reliable security mechanism for the wireless communication system on 

the bottom layer, which is very suitable for use in industries with high security 

requirements. Since the physical layer security method has these advantages, with the 

introduction of this method, many scholars have devoted themselves to the research of 

physical layer security theory and methods, and the related technologies have been 

greatly developed, such as the eavesdropping channel security capacity calculation 

method [3; 10; 11] , multi-antenna physical layer security technology [12; 13], 



synchronization and channel detection technology [1; 14; 15], secure coding and 

decoding methods [16-18], cooperative relay physical layer security technology [19; 

20].  

2. Literature review  
In all research directions, the calculation and enhancement method of safety capacity 

has always been a hot issue in the research of physical layer security. Multi-antenna 

array (MIMO) technology, as a major breakthrough in wireless communication, has 

achieved good results not only in improving the communication rate of wireless 

communication systems, but also the channel capacity and spatial diversity gain of the 

wireless communication system are greatly improved [21-24]. In [25], the author 

provides a review of various SWIPT system models, for example, SWIPT in 

broadcasting channels, SWIPT in relaying systems and SWIPT in interference 

networks. The key technologies of physical layer security mainly include the 

following: signal processing technology [26], including precoding technology, 

beamforming technology, interference technology, cooperative communication 

technology, channel estimation technology, modulation technology, etc.; channel 

coding technology [27-30]; physical layer key agreement technology [31], etc. 

Among them, there are many research results in signal processing, generally using the 

random fading to improve the reception performance gap between legitimate receivers 

and eavesdroppers. In order to obtain a positive secrecy rate, the quality of the 

licensed channel is required to be better than that of the eavesdropping channel. 

However, with the development of multi-antenna technology, techniques such as 

beamforming [32;33] and artificial interference [34;35;36] can overcome the 

limitation of channel conditions, this means that a positive privacy rate can be 

obtained even if the quality of the licensed channel is worse than the eavesdropping 

channel. In a wireless communication network, a general form of cooperative 

communication [37] is that a plurality of wireless nodes equipped with a single 

antenna share each other's antennas to form a virtual multiple-input multiple-output 

transmission system to obtain gains in signal transmission quality, system capacity, 

and the like [38-40]. Relay signal forwarding technology is the basic technology of 

communication cooperation. In the application of physical layer security, in addition 

to forwarding signals, the cooperative node may generate interference signals to 

interfere with the reception of the eavesdropping node. Therefore, the use of 



cooperative nodes or destination nodes as auxiliary nodes to introduce artificial noise 

[41] to interfere with the reception of eavesdropping nodes, and to enhance the 

security performance of eavesdropping channels is called cooperative interference. 

Beamforming and cooperative interference can effectively improve the performance 

of the physical layer [36-40]. Literature [10] studies the two-hop network of the 

eavesdropper and proposes a cooperative mechanism of noise forwarding, that is, the 

artificial noise generated by the relay node completely independent of the information 

is transmitted together with the forwarded signal. Reference [42] also derives the 

upper limit of the safe transmission rate that the system can achieve. Reference [43] 

studies a secure transmission scheme in a model including a source node with single 

antenna, multiple single-antenna relays, a destination, and an eavesdropping node. In 

this scheme, one relay node is selected for cooperative interference, and the remaining 

relay nodes use cooperative beamforming technology to amplify the signal of the 

forwarding source node, through redesigning the beamforming vector, relay 

forwarding, the energy of source transmission, and cooperative interference is 

reasonably allocated to obtain a maximized privacy rate. Literature [44] studies the 

physical layer security of multi-user point-to-point amplifying and forwarding relay 

networks. The system contains users with security requirements, users without 

security requirements, and multi-antenna eavesdropping nodes. In order to prevent the 

eavesdropping node from stealing the secret information, the transmission signals of 

the plurality of power-restricted relay nodes are beamformed. Under the condition of 

the total power of the user and the minimum SNR at each user, the transmission 

power of the source end and the beamforming vector transmitted by relay are 

optimized jointly with the goal of maximizing the security rate. Literature [45] 

research shows the transmission performance of a two-hop MIMO system in which 

multiple channels interfere with each other when a destination node receives 

information. To achieve the maximum SNR and reduce the loss of long-distance 

transmission of wireless energy, the information and energy transmitted hop by hop 

are transmitted by beamforming technology. The relay has two strategies of time 

switching and power splitting to collect energy and use the collected energy for 

forwarding signals. The closed-form expressions of system outage probability and 

ergodic capacity are given in [45] and simulated. Compared with the physical layer 

security technology in the conventional network model, there are more factors to 

consider in the energy harvesting communication model. For example, when 



information and energy are transmitted simultaneously, it is necessary to consider 

how to select the power distribution ratio of energy and information in information 

and energy. When the recipients are different, it is also necessary to ensure that the 

information is not leaked to the energy receiver. For energy collectors, the artificial 

noise commonly used in physical layer secure can also be the energy source. So how 

to further utilize artificial noise on the basis of anti-eavesdropping is the focused 

problem. Some papers have examined the physical layer security issues in energy 

harvesting systems. Literature [46] studied that when information and energy are 

transmitted simultaneously in a three-node wireless eavesdropping channel, the 

transmitter injects artificial noise into the secret signal, and the protected secret 

message is not obtained by the energy receiver. Literature [46] jointly optimizes the 

energy distribution of the signal transmitting the secret information and the artificial 

noise under the constraint of the maximum transmittable energy of the transmitter and 

the energy collected by the energy receiver, which improves the confidentiality rate 

and reduces the probability of safe interruption. Reference [47] gives a scheme for 

redesigning the beamforming vector and power splitting factor at source to maximize 

the amount of energy transmission in the case where the channel state information is 

incomplete and the energy receiver is considered as a potential eavesdropper. 

Reference [48] studies physical layer security solution in the system model consisting 

of a single antenna source node, a destination node, an eavesdropping node, and a 

multi-antenna relay that the legal node does not know the CSI of the eavesdropper, 

and only knows the distance from the eavesdropper. In the model, the relay has no 

fixed energy supply, and extracts energy from the signals sent by the receiving source 

and the destination. Literature [49] analyses and studies the transmission strategy of 

energy and information at three relay nodes and the corresponding secure 

transmission performance: time-switched relay, ideal receive relay, power split relay, 

time splitting factor and the power splitting factor are optimized. Reference [50] 

studies the energy harvesting scheme for MISO secret channels with incomplete 

channel state information. The system includes a transmitter with multi-antennas, 

energy receivers with multiple multi-antenna and a single-antenna IR. The energy 

receiver is considered as a potential eavesdropper, and the transmitter interferes with 

the artificial noise embedded in the information signal. The information receiver uses 

the power splitter to simultaneously decode information and collect energy. Under the 

limitation of the minimum source transmit power, the artificial noise covariance and 



beamforming vector are optimized jointly in order to maximize the confidentiality 

rate at information receiver. Reference [51] studies a system including a single-

antenna base station, a destination node, and a relay with multi-antennas. The relay 

selects part of the antenna to collect energy from the RF signal, and minimizes the 

source transmit power and the power consumption of antenna circuit under the 

constraint of the quality of serve. For reducing the challenge of the optimization 

scheme, the lower complexity sub-optimal divided into two cases is proposed and 

compared with the global optimal algorithm to prove that the performance difference 

between the performance and the global optimal algorithm is small.  

3. System Model  
3.1. Motivation  
Cooperative relaying is able to effectively improve signal transmission performance 

in conventional wireless communicate system, because on the one hand it is 

equivalent to extending the transfer range, on the other hand it also provides a better 

gain. For this reason, cooperative relaying has the potential to improve the QoS in 

SWIPT system, figure 3.1 is the system model [52]. However, as shown in the figure, 

the information leakage may occur for that the information transfer in the cooperative 

relaying system needs two time slots to be finished, therefore, if no action is taken, the 

eavesdroppers can also receive the information signal, and due to the possibility that 

eavesdroppers are much closer to the base station compared with the IR, the quality of 

signal is much better than that received by information receiver, and the transmission 

is not secure enough.  

To solve this problem, one of the methods is the introduce of multiple relays 

cooperation, by using part of the relays for information transfer while the rest of them 

transfer energy signal or artificial noise to the power receivers considered as potential 

eavesdroppers [53]. This is one of the possible solutions and many researches have be 

done already [54], and from the results it can be found that, the more relays included, 

the more secure the information transmission. But it could result in another problem: 

Larger systems mean more investment. In hence, in this article, the author wants to do 

research on the design of secure relay beamforming with a single relay with massive 

antennas. Artificial noise is the method to against the eavesdroppers and the relay 

works in decode-and-forward scheme. The relay based on the decoding and 

forwarding protocol detects the received transmitter signal and decodes the useful 



information and sends it to the destination. Unlike the amplifying and forwarding 

relay, the decoding and forwarding relay performs a decision when receiving the 

transmitting end signal, thereby avoiding amplification of noise and interference.  

For energy harvesting, the hybrid receivers [41;55] is adopted to split the received 

radio frequency signal into two-part energy streams, one of which is sent to the ER 

and the other to the IR, the power splitting radio denoted as 𝜂𝜂. 

 

Figure 3.1. a SWIPT system model in relaying networks [41] 

 

 

3.2. Overview for the Model 
For the system considered in this report, it is as shown in figure 3.2. Its components 

are similar to the structure of the previous figure, except for the transmission process 

between different time periods. The multiantenna relay network includes one source, 

one relay, one information receiver (IR), one power receiver (PR) and one 

eavesdropper (EA). The relay is equipped with N𝑅𝑅 antennas. The source is equipped 

with N𝑇𝑇  single antennas. And the rest of the them are all have single antenna. It is 

assumed that, there is no direct link between each node and the relay has no energy 

source. It is also assumed that the channel state information of the information 

receiver is already known. For SWIPT, there are, time splitting and power splitting, 

two types of receiver designs. For TS model, to obtain the energy harvesting time 



slots, new frame structures are needed. For PS model, PS design does not need to be 

changed in traditional communication system except receiving circuit [56,57,58,60], 

which is widely used in MISO and MIMO. Therefore, the PS model is chosen in this 

paper and the TS model would be for future work. For the eavesdropper, it can 

achieve a better data because it can steel from both the basis station and the relay [59]. 

Considering the worst-case scenario for secure transmission, which assumes that the 

eavesdropper is located near the sender and within the reference distance of the path 

calculated for the model [61]. To improve the secure rate, this paper divided the time 

slot into three parts, 𝜏𝜏1, 𝜏𝜏2, 𝜏𝜏3 . In 𝜏𝜏1, the source transmits power to the relay and 

transmit both power and information in 𝜏𝜏2 ; In 𝜏𝜏3 , the relay works to transmit 

information to information receiver, and power to other, including power receiver and 

eavesdropper, for the reason that artificial noise can also work as power signal 

[62,63,64,65].  

 

Figure 3.2. System model 

3.3. Transmitted Signal at the source 
In this paper, the source would first transfer an energy signal to relay before it 

transfers the real signal in order to provide the energy for the relay to create artificial 

noise during the second time slot. In that case, the security of transmission would 

increase, and the energy signal could be represented as 𝒘𝒘1, 𝐰𝐰1∈ℂN𝑅𝑅∗1.  



The signal at the source aims to minimize the transmitting power and ensure the 

communication security. The transmitted signal at the source can be represented as 

𝐰𝐰2: 

                                               𝐰𝐰2 = 𝐰𝐰3s + 𝒘𝒘𝐸𝐸 + 𝒛𝒛                                                       

(1) 

Where 𝐰𝐰3∈ℂN𝑅𝑅∗1 is the information signal’s beamforming vector, and s donates the 

information signal. The 𝐰𝐰𝐸𝐸∈ℂN𝑅𝑅∗1 represents the pseudo-random energy signal and 

𝐰𝐰𝐸𝐸 ~𝒞𝒞𝒩𝒩 (0, 𝑾𝑾𝐸𝐸). The 𝒛𝒛 ∈ℂN𝑅𝑅∗1 is a complex Gaussian random vector transmitted by 

the source to EA act as the AN, and 𝒛𝒛 ~ 𝒞𝒞𝒩𝒩 (0, Z). 

3.4. Received Signal at the Relay 
In the first phase, the source sends a signal vector to the relay on all subcarriers, 

because the signal carries both information and energy, so the relay can collect energy 

from the received signal [66]. In the second phase, it decodes the information sent by 

the source and sends the reencoded signal using all the energy collected in the 

previous phase [67,68,69]. It is assumed that RF signals received by relay are only 

affected by AWGN in the frequency band and are not affected by AWGN after being 

sent to PS receiver [70-75].  

For more detail, the signal received by the relay is firstly processed by the receiving 

filter, and then divided into two streams. Part 𝜂𝜂 is sent to the information receiver for 

information decoding, and part 1-𝜂𝜂 is sent to the energy receiver for energy collection 

[76,77]. The collected energy is then distributed to the relay forwarding matrix 

[78,79,80]. 

Based on the transmitted signal, the received signal at the relay can be represented as: 

                                                       𝒚𝒚𝑅𝑅 = 𝒉𝒉𝐻𝐻𝐰𝐰2 + 𝒛𝒛                                                            

(2) 

Where 𝐰𝐰2 ∈ℂN𝑅𝑅∗1 is transmitted signal vector. 𝒉𝒉𝐻𝐻  ∈ℂ1∗N𝑅𝑅  is the channel vector 

between the source and the relay. 𝒛𝒛 ~ 𝒩𝒩 (0, 𝛔𝛔𝒂𝒂𝒂𝒂𝒂𝒂𝟐𝟐 ) is the thermal noise at the receiver 

antennas and it is AWGN. 



At the same time, the eavesdropper can also receive the information and it can be 

represented as: 

                                                        𝒚𝒚𝐸𝐸 = 𝑳𝑳𝐻𝐻𝐰𝐰 + 𝒛𝒛                                                    (3) 

Where 𝐰𝐰 ∈ℂN𝑅𝑅∗1 is transmitted signal vector. 𝒍𝒍𝐻𝐻  ∈ℂ1∗N𝑅𝑅  is the channel vector 

between the source and the eavesdropper. 𝒛𝒛 ~ 𝒩𝒩 (0, 𝛔𝛔𝒂𝒂𝒂𝒂𝒂𝒂𝟐𝟐 ) is the thermal noise at the 

receiver antennas and it is AWGN. 

In hence, the SINR at relay is given by  

                                               𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝐸𝐸 = 𝑇𝑇𝑇𝑇(𝒍𝒍𝒍𝒍𝐻𝐻𝑾𝑾)
𝒁𝒁2+𝑇𝑇𝑇𝑇(𝒍𝒍𝒍𝒍𝐻𝐻𝒁𝒁)

                                                 (4) 

In the final phase, the relay first decodes the signals sent by the base station, and then 

forwards the recoded signals to information receiver through subchannels [81,82]. 

The received signal at the information receiver can be represented as: 

                                                   𝒚𝒚𝐼𝐼 = 𝒇𝒇𝐻𝐻𝐰𝐰3 + 𝒛𝒛                                                          (5) 

Where 𝐰𝐰3 ∈ℂ1∗N𝑅𝑅  is transmitted signal vector. 𝒇𝒇𝐻𝐻  ∈ℂ1∗N𝑅𝑅  is the channel vector 

between the relay and the information receiver. 𝒛𝒛 ~ 𝒩𝒩 (0, 𝛔𝛔𝒂𝒂𝒂𝒂𝒂𝒂𝟐𝟐 ) is the thermal noise at 

the receiver antennas and it is AWGN. 

And the SINR can be represented as: 

                                              𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑅𝑅 = 𝑇𝑇𝑇𝑇(𝒇𝒇𝒇𝒇𝐻𝐻𝑾𝑾3)
𝒁𝒁2+𝑇𝑇𝑇𝑇(𝒇𝒇𝒇𝒇𝐻𝐻𝒁𝒁)

                                                   (6) 

 

 

4. Problem Formulation  
This paper focus on minimizing the energy consumption and guarantee the security 

rate at the same time. An optimal solution should be found based on the formulations 

listed ahead. The energy consumption is described as the total energy during the 

transition between the source and the relay. Since the whole transmission process 

happening during the time 𝑻𝑻𝑚𝑚𝑚𝑚𝑚𝑚, so the sum of the three time slots must less than the 

maximum value; For the third time slot, the information receiver would get the 



information from the relay, and the energy consumption must less the harvested 

energy at the relay. Apart from this, since the system needs qualified wireless 

communication, the received signal power of the required information decoder should 

meet the minimum requirement of SINR. And the SINR for both eavesdropper and 

receiver must less than the max available value for transmission security. In addition, 

the energy harvested at the relay should satisfied that it is large enough to encourage 

energy transmission [83].  

Thus, the resource allocation formulations are shown as: 

min𝜏𝜏1,𝜏𝜏2,𝜏𝜏3,𝒘𝒘1,𝒘𝒘2,𝑍𝑍 𝜏𝜏1 ∗ 𝑇𝑇𝑇𝑇(𝒘𝒘1) + 𝜏𝜏2 ∗ 𝑇𝑇𝑇𝑇(𝒘𝒘2)                               

𝐶𝐶1:  𝜏𝜏1 + 𝜏𝜏2 + 𝜏𝜏3  ≤  𝑇𝑇𝑚𝑚𝑚𝑚𝑚𝑚; 

𝐶𝐶2: �𝒇𝒇𝑯𝑯𝒘𝒘3�
2

𝒁𝒁2+𝑇𝑇𝑇𝑇(𝒇𝒇𝒇𝒇𝐻𝐻𝒁𝒁)
 ≥ 𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑇𝑇𝑟𝑟𝑟𝑟; 

𝐶𝐶3: 𝑇𝑇𝑇𝑇(𝒘𝒘1𝐻𝐻)
𝒁𝒁2

 ≥ 𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑇𝑇𝑟𝑟𝑟𝑟; 

𝐶𝐶4: 𝜏𝜏3 ∗ [𝑇𝑇𝑇𝑇(𝒘𝒘3) + 𝑇𝑇𝑇𝑇(𝒁𝒁)] ≤  𝜏𝜏1 ∗ 𝜂𝜂 ∗ 𝑇𝑇𝑇𝑇(𝒘𝒘1𝐻𝐻); 

𝐶𝐶5: 𝜂𝜂*[|𝒔𝒔𝑯𝑯𝒘𝒘|2 + 𝑇𝑇𝑇𝑇(𝒁𝒁𝒁𝒁𝒁𝒁𝐻𝐻)] ≥ 𝑃𝑃𝑚𝑚𝑚𝑚𝑚𝑚; 

𝐶𝐶6: �𝒍𝒍𝑯𝑯𝒘𝒘�
2

𝒁𝒁2+𝑇𝑇𝑇𝑇(𝒍𝒍𝒍𝒍𝐻𝐻𝒁𝒁)
 ≤ 𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑡𝑡𝑡𝑡𝑡𝑡; 

𝐶𝐶7: 𝑾𝑾1 ≥ 0,𝑾𝑾2 ≥ 0,𝒁𝒁 ≥ 0                                       (7) 

 

 

5. Optimization solution 
The original formulation can be considered as a non-convex problem and what we 

need is minimum the transmit power. In hence, we need to transform this non-convex 

problem. By using SDP relaxation, we can change this problem into a convex 

problem [84,85].  

After using SDP, we can rewrite the formulations as: 



min
𝜏𝜏1,𝜏𝜏2,𝜏𝜏3,𝒘𝒘1,𝒘𝒘2,𝑍𝑍

𝜏𝜏1 ∗ 𝑇𝑇𝑇𝑇(𝒘𝒘1) + 𝜏𝜏2 ∗ 𝑇𝑇𝑇𝑇(𝒘𝒘2) 

𝐶𝐶1:  𝜏𝜏1 + 𝜏𝜏2 + 𝜏𝜏3  ≤  𝑇𝑇𝑚𝑚𝑚𝑚𝑚𝑚; 

𝐶𝐶2: 𝜇𝜇𝑇𝑇𝑟𝑟𝑟𝑟 ∗[𝒁𝒁2 + 𝑇𝑇𝑇𝑇(𝒇𝒇𝒇𝒇𝐻𝐻𝒁𝒁)]- 𝑇𝑇𝑇𝑇(𝒇𝒇𝒇𝒇𝐻𝐻𝑾𝑾3) ≤ 0; 

𝐶𝐶3: µ𝑇𝑇𝑟𝑟𝑟𝑟 ∗ 𝒁𝒁2 − 𝑇𝑇𝑇𝑇(𝒘𝒘1𝐻𝐻)  ≤ 0; 

𝐶𝐶4: 𝜏𝜏3 ∗ [𝑇𝑇𝑇𝑇(𝒘𝒘3) + 𝑇𝑇𝑇𝑇(𝒁𝒁)] − 𝜏𝜏1 ∗ 𝜂𝜂 ∗ 𝑇𝑇𝑇𝑇(𝒘𝒘1𝐻𝐻) ≤ 0; 

𝐶𝐶5: 𝑃𝑃𝑚𝑚𝑚𝑚𝑚𝑚 −𝜂𝜂*[𝑇𝑇𝑇𝑇(𝒔𝒔𝒔𝒔𝐻𝐻𝑾𝑾) + 𝑇𝑇𝑇𝑇(𝒁𝒁𝒁𝒁𝒁𝒁𝐻𝐻)] ≤ 0; 

𝐶𝐶6: 𝑇𝑇𝑇𝑇(𝒍𝒍𝒍𝒍𝐻𝐻𝑾𝑾) − µ𝑡𝑡𝑡𝑡𝑡𝑡 ∗ 𝒁𝒁2 + 𝑇𝑇𝑇𝑇(𝒍𝒍𝒍𝒍𝐻𝐻𝒁𝒁) ≤ 0; 

𝐶𝐶7: −𝑾𝑾1 ≤ 0,− 𝑾𝑾2 ≤ 0,−𝒁𝒁 ≤ 0; 

𝐶𝐶8: Rank (𝑾𝑾𝑚𝑚)=1, ∀ i = 1,2, …                                     (8) 

However, there is still part of the formulations is non-convex, the 𝐶𝐶8. 

If we do not consider the 𝐶𝐶8, the problem is a convex problem and then we can use 

some maths tools to analysis and simulate [86,87,88]. But in order to verify the SDP 

relaxation’s correctness, the dual problem must be taken into consideration. To solve 

this problem, we have to use the KKT SDP relaxation conditions to optimize this 

problem [89 90].  

Since we have already rewritten the formulations, we can find the Lagrange of the 

problem [91]: 

L=𝜏𝜏1 ∗ 𝑇𝑇𝑇𝑇(𝒘𝒘1) + 𝜏𝜏2 ∗ 𝑇𝑇𝑇𝑇(𝒘𝒘2) 

+𝜆𝜆1{ 𝜇𝜇𝑇𝑇𝑟𝑟𝑟𝑟 ∗[𝒁𝒁2 + 𝑇𝑇𝑇𝑇(𝒇𝒇𝒇𝒇𝐻𝐻𝒁𝒁)]- 𝑇𝑇𝑇𝑇(𝒇𝒇𝒇𝒇𝐻𝐻𝑾𝑾3)} 

+𝜆𝜆2{  µ𝑇𝑇𝑟𝑟𝑟𝑟 ∗ 𝒁𝒁2 − 𝑇𝑇𝑇𝑇(𝒘𝒘1𝐻𝐻)} 

+𝜆𝜆3{  𝜏𝜏3 ∗ [𝑇𝑇𝑇𝑇(𝒘𝒘3) + 𝑇𝑇𝑇𝑇(𝒁𝒁)]− 𝜏𝜏1 ∗ 𝜂𝜂 ∗ 𝑇𝑇𝑇𝑇(𝒘𝒘1𝐻𝐻)} 

+𝜆𝜆4{  𝑃𝑃𝑚𝑚𝑚𝑚𝑚𝑚 −𝜂𝜂*[𝑇𝑇𝑇𝑇(𝒔𝒔𝒔𝒔𝐻𝐻𝑾𝑾) + 𝑇𝑇𝑇𝑇(𝒁𝒁𝒁𝒁𝒁𝒁𝐻𝐻)]} 

+ 𝜆𝜆5 {  𝑇𝑇𝑇𝑇(𝒍𝒍𝒍𝒍𝐻𝐻𝑾𝑾) − µ𝑡𝑡𝑡𝑡𝑡𝑡 ∗ 𝒁𝒁2 + 𝑇𝑇𝑇𝑇(𝒍𝒍𝒍𝒍𝐻𝐻𝒁𝒁)} -  𝑇𝑇𝑇𝑇(𝒀𝒀𝑾𝑾2)  -  𝑇𝑇𝑇𝑇(𝒁𝒁𝑾𝑾1) −  𝑇𝑇𝑇𝑇(𝑼𝑼𝑾𝑾3)       

(9) 

Where Y is the dual variable matrices of 𝐶𝐶8 , 𝜆𝜆1 , 𝜆𝜆2 , 𝜆𝜆3 , 𝜆𝜆4 , 𝜆𝜆5  are the scalar dual 

variables of 𝐶𝐶2~𝐶𝐶7.  



Thus, we can transfer the optimization problem into a dual problem [92]: 

min
𝜏𝜏1,𝜏𝜏2,𝜏𝜏3,𝒘𝒘1,𝒘𝒘2,𝑍𝑍

𝐿𝐿(𝜆𝜆1, 𝜆𝜆2, 𝜆𝜆3, 𝜆𝜆4, 𝜆𝜆5,𝒘𝒘1,𝒘𝒘2, ,𝒘𝒘3,𝒀𝒀,𝒁𝒁,𝑼𝑼) 

𝐶𝐶9 : 𝜕𝜕𝑳𝑳
𝜕𝜕𝑾𝑾𝟐𝟐

= (𝜏𝜏2 + 𝜆𝜆3*𝜏𝜏3 − 𝐘𝐘) ∗I - 𝜆𝜆1*F = 0; 

𝐶𝐶10: 𝒀𝒀𝑾𝑾2=0                                                     (10)    

   The dual formulation (10) equals to the optimization problem (8). And for the rank, 

we can proof that: 

(𝜏𝜏2 + 𝜆𝜆3*𝜏𝜏3 − 𝐘𝐘) ∗I - 𝜆𝜆1*F = 0                                   (11) 

Y= (𝜏𝜏2 + 𝜆𝜆3*𝜏𝜏3)*I- 𝜆𝜆1*F                                     (12) 

According to the formulation: Rank (A-B) ≥ Rank (A) – Rank(B) [93,94],  

Rank (Y) = Rank ((𝜏𝜏2 + 𝜆𝜆3*𝜏𝜏3)*I- 𝜆𝜆1*F) 

               ≥ Rank ((𝜏𝜏2 + 𝜆𝜆3*𝜏𝜏3)*I) – Rank (𝜆𝜆1*F) 

               = Rank (I) – Rank(F) 

               = 𝑆𝑆𝑇𝑇 − 1                                                                                                         

(13) 

Since 𝒀𝒀𝑾𝑾2=0, and 𝑾𝑾2 is positive, it is obvious that 

Rank (𝑾𝑾2) = 1                                                    (14) 

Now, we transformed the optimization problem into a convex problem, and we can 

use maths tools for simulation [94,95].  

6. Results and Analysis 
The simulation results for this system would be discussed in this part. We choose 

MATLAB for simulation and the logic is as mentioned above. Some parameters for 

simulation are in table 1: 

Table 1 – simulation parameters 

Carrier central frequency 915MHz 

Bandwidth  200kHz 



Number of transmitter antenna 3/6/9 

Transmit antenna gain  18dBi 

Energy conversion efficiency 0.5 

 

6.1. Minimum required SINR 
Figure 5.1 shows the relationship between the average total transmit power and the 

minimum required SINR. 

 

 

Figure 5.1 minimum required SINR 

According to this figure, we can find that the average total transmit power increasing 

while the minimum required SINR increasing. This is because the change to the 

minimum required SINR would cause the change at the vectors for the signal 

transmitting, and we can find that it is a positive relation ship between them. Apart 

from this, the number of the transmit antennas also have a significant effect on the 

average total transmit power. With the decrease of the number of transmit antennas, 

the average transmit power will decrease. We can find that the more transmit antennas 

we use, the higher energy needed, but the lower the required SINR is.  

6.2. Number of users  
The figure 5.2 shows the relationship between the average total transmit power and 

the number of users.  



 

Figure 5.2 Number of users 

According to this figure, we can find that with the increase in the number of users, the 

average total transmit power will decrease. But for the system with same users, with 

the increase in the number of the transmit antennas, the average total transmit power 

will decrease. It means that we can save the power by servicing more users, or we can 

use more antennas for a practical area since the number of the users is known.  

7. Conclusion  
In this paper, a DF SWIPT network is designed and simulated. The power 

consumption beamforming is analysed and the minimum transmit power is calculated. 

The source-relay network is a MIMO system and the relay- receiver network is a 

MISO system. The simulation is based on the formulations according to the system. 

And the key point is transforming the optimization problem into a convex function. 

Although we have some other ways even if the optimization problem is non-convex, it 

requires a lot of time to find the best solution.  

  



Reference  
[1] E. C. Van der Meulen, “Three terminal communication channels,” Adv. Appl. 

Probab., 3, 1971, 120–154. 

[2] T. Cover and A. El Gamal, “Capacity theorems for the relay channel,” IEEE 

Trans. Inform. Theory, 25, 1979, 572–584. 

[3] I. Krikidis, S. Timotheou, S. Nikolaou, G. Zheng, D. W. K. Ng and R. Schober, 

"Simultaneous wireless information and power transfer in modern communication 

systems," in IEEE Communications Magazine, vol. 52, no. 11, pp. 104-110, Nov. 

2014. 

[4] D. W. K. Ng, E. S. Lo and R. Schober, "Dynamic Resource Allocation in 

MIMO-OFDMA Systems with Full-Duplex and Hybrid Relaying," in IEEE 

Transactions on Communications, vol. 60, no. 5, pp. 1291-1304, May 2012. 

[5] J. Chen, X. Chen, W. H. Gerstacker and D. W. K. Ng, "Resource Allocation 

for a Massive MIMO Relay Aided Secure Communication," in IEEE Transactions on 

Information Forensics and Security, vol. 11, no. 8, pp. 1700-1711, Aug. 2016. 

[6] N. Zlatanov, D. W. K. Ng and R. Schober, "Capacity of the Two-Hop Relay 

Channel With Wireless Energy Transfer From Relay to Source and Energy 

Transmission Cost," in IEEE Transactions on Wireless Communications, vol. 16, no. 

1, pp. 647-662, Jan. 2017. 

[7] N. Zlatanov, D. W. K. Ng and R. Schober, "Capacity of the two-hop full-

duplex relay channel with wireless power transfer from relay to battery-less source," 

2016 IEEE International Conference on Communications (ICC), Kuala Lumpur, 2016, 

pp. 1-7. 

[8] C. Wang, H. Wang, D. W. K. Ng, X. Xia and C. Liu, "Joint Beamforming and 

Power Allocation for Secrecy in Peer-to-Peer Relay Networks," in IEEE Transactions 

on Wireless Communications, vol. 14, no. 6, pp. 3280-3293, June 2015. 

[9] I. Ahmed, A. Ikhlef, D. W. K. Ng and R. Schober, "Optimal resource 

allocation for energy harvesting two-way relay systems with channel uncertainty," 

2013 IEEE Global Conference on Signal and Information Processing, Austin, TX, 

2013, pp. 345-348. 



[10] I. Ahmed, A. Ikhlef, D. W. K. Ng and R. Schober, "Power allocation for a 

hybrid energy harvesting relay system with imperfect channel and energy state 

information," 2014 IEEE Wireless Communications and Networking Conference 

(WCNC), Istanbul, 2014, pp. 990-995. 

[11] N. Varshney, A. V. Krishna and A. K. Jagannatham, "Selective DF Protocol 

for MIMO STBC Based Single/Multiple Relay Cooperative Communication: End-to-

End Performance and Optimal Power Allocation," in IEEE Transactions on 

Communications, vol. 63, no. 7, pp. 2458-2474, July 2015. 

[12] X. Jie, Feng Shaodong, Zhang Gengxin and Wang Fan, "Research on amplify-

and-forward strategy of cooperative diversity in low earth orbiting satellite mobile 

communication system," 2011 International Conference on Computer Science and 

Service System (CSSS), Nanjing, 2011, pp. 1583-1586. 

[13] AnjanaDevi J., Vaishnavi S. and SankarRam N., "Cooperative communication 

with Delay and Energy proficient locality based routing protocol-DEPL," 2016 3rd 

International Conference on Advanced Computing and Communication Systems 

(ICACCS), Coimbatore, 2016, pp. 1-4. 

[14] C. Kotchasarn, "Performance analysis of OSTBC with hybrid decode-amplify 

and forward for cooperative communications," 2018 IEEE International Conference 

on Innovative Research and Development (ICIRD), Bangkok, 2018, pp. 1-5. 

[15] N. Jain, A. Dongariya and A. Verma, "Comparative study of different types of 

relay selection scheme for cooperative wireless communication," 2017 International 

Conference on Information, Communication, Instrumentation and Control (ICICIC), 

Indore, 2017, pp. 1-4. 

[16] Xi Luan, Jianjun Wu, Chengzhe Piao, Yuxin Cheng and Haige Xiang, 

"Cooperative transmission based on multi-relay Device-to-Device communications in 

cellular networks," 11th International Conference on Wireless Communications, 

Networking and Mobile Computing (WiCOM 2015), Shanghai, 2015, pp. 1-5. 

[17] M. E. Bayrakdar and S. Bayrakdar, "A cooperative communication approach 

for voluntary secondary users in cognitive radio networks," 2015 23nd Signal 

Processing and Communications Applications Conference (SIU), Malatya, 2015, pp. 

604-607. 



[18] Y. Choi and D. Kim, "Quality-supporting duration in vehicle-to-vehicle 

cooperative communication with a decode-and-forward relaying vehicle," The 18th 

IEEE International Symposium on Consumer Electronics (ISCE 2014), JeJu Island, 

2014, pp. 1-2. 

[19] C. Annadurai and V. Nagarajan, "Energy efficient optimised cooperative 

mobile ad-hoc network," 2016 International Conference on Communication and 

Signal Processing (ICCSP), Melmaruvathur, 2016, pp. 0549-0552. 

[20] M. Chang and F. Chien, "Adaptive Modulation in Decode-and-Forward 

Cooperative Communications With Limited Source-Relay CSI," in IEEE 

Communications Letters, vol. 18, no. 12, pp. 2157-2160, Dec. 2014. 

[21] D. W. K. Ng and R. Schober, "Secure and Green SWIPT in Distributed 

Antenna Networks With Limited Backhaul Capacity," in IEEE Transactions on 

Wireless Communications, vol. 14, no. 9, pp. 5082-5097, Sept. 2015. 

[22] S. Leng, D. W. K. Ng, N. Zlatanov and R. Schober, "Multi-objective resource 

allocation in full-duplex SWIPT systems," 2016 IEEE International Conference on 

Communications (ICC), Kuala Lumpur, 2016, pp. 1-7. 

[23] R. Morsi, V. Jamali, D. W. K. Ng and R. Schober, "On the Capacity of 

SWIPT Systems with a Nonlinear Energy Harvesting Circuit," 2018 IEEE 

International Conference on Communications (ICC), Kansas City, MO, 2018, pp. 1-7. 

[24] S. Leng, D. W. K. Ng, N. Zlatanov and R. Schober, "Multi-objective 

beamforming for energy-efficient SWIPT systems," 2016 International Conference on 

Computing, Networking and Communications (ICNC), Kauai, HI, 2016, pp. 1-7. 

[25] E. Boshkovska, N. Zlatanov, L. Dai, D. W. K. Ng and R. Schober, "Secure 

SWIPT Networks Based on a Non-Linear Energy Harvesting Model," 2017 IEEE 

Wireless Communications and Networking Conference Workshops (WCNCW), San 

Francisco, CA, 2017, pp. 1-6. 

[26] T. A. Le, Q. Vien, H. X. Nguyen, D. W. K. Ng and R. Schober, "Robust 

Optimization with Probabilistic Constraints for Power-Efficient and Secure SWIPT," 

2016 IEEE Global Communications Conference (GLOBECOM), Washington, DC, 

2016, pp. 1-7. 



[27] E. Boshkovska, R. Morsi, D. W. K. Ng and R. Schober, "Power allocation and 

scheduling for SWIPT systems with non-linear energy harvesting model," 2016 IEEE 

International Conference on Communications (ICC), Kuala Lumpur, 2016, pp. 1-6. 

[28] Derrick Wing Kwan Ng; Trung Q. Duong; Caijun Zhong; Robert Schober, 

"Multi ‐ antenna Energy Beamforming for SWIPT," in Wireless Information and 

Power Transfer: Theory and Practice , , Wiley, 2019, pp.81-97 

[29] Derrick Wing Kwan Ng; Trung Q. Duong; Caijun Zhong; Robert Schober, 

"On the Application of SWIPT in NOMA Networks," in Wireless Information and 

Power Transfer: Theory and Practice , , Wiley, 2019, pp.99-120 

[30] Z. Ding et al., "Application of smart antenna technologies in simultaneous 

wireless information and power transfer," in IEEE Communications Magazine, vol. 

53, no. 4, pp. 86-93, April 2015. 

[31] D. W. K. Ng, E. S. Lo and R. Schober, "Energy-efficient resource allocation in 

multiuser OFDM systems with wireless information and power transfer," 2013 IEEE 

Wireless Communications and Networking Conference (WCNC), Shanghai, 2013, pp. 

3823-3828. 

[32] M. Chynonova, R. Morsi, D. W. K. Ng and R. Schober, "Optimal multiuser 

scheduling schemes for simultaneous wireless information and power transfer," 2015 

23rd European Signal Processing Conference (EUSIPCO), Nice, 2015, pp. 1989-1993. 

[33] Derrick Wing Kwan Ng; Trung Q. Duong; Caijun Zhong; Robert Schober, 

"Wireless Power Transfer," in Wireless Information and Power Transfer: Theory and 

Practice , , Wiley, 2019, pp.273-295 

[34] D. W. K. Ng and R. Schober, "Resource allocation for coordinated multipoint 

networks with wireless information and power transfer," 2014 IEEE Global 

Communications Conference, Austin, TX, 2014, pp. 4281-4287. 

[35] G. Huang, Q. Zhang and J. Qin, "Joint Time Switching and Power Allocation 

for Multicarrier Decode-and-Forward Relay Networks with SWIPT," in IEEE Signal 

Processing Letters, vol. 22, no. 12, pp. 2284-2288, Dec. 2015. 

[36] A. A. Al-habob, A. M. Salhab, S. A. Zummo and M. Alouini, "A modified 

time-switching relaying protocol for multi-destination relay networks with SWIPT," 



2018 IEEE Wireless Communications and Networking Conference (WCNC), 

Barcelona, 2018, pp. 1-6. 

[37] D. Lim, J. Kang, C. Chun and H. Kim, "Joint Transmit Power and Time-

Switching Control for Device-to-Device Communications in SWIPT Cellular 

Networks," in IEEE Communications Letters, vol. 23, no. 2, pp. 322-325, Feb. 2019. 

[38] H. Niu, B. Zhang, D. Guo and M. Lu, "Joint design for AN-aided transmission 

and power splitting in secrecy MIMO SWIPT channel using alternating optimization," 

2017 IEEE International Conference on Signal Processing, Communications and 

Computing (ICSPCC), Xiamen, 2017, pp. 1-4. 

[39] J. Li, F. Liu and C. Guo, "A Polarization-Based Power-Splitting Full-Duplex 

Relaying Scheme Design for SWIPT System," 2018 Asia-Pacific Microwave 

Conference (APMC), Kyoto, 2018, pp. 1441-1443. 

[40] X. Zhou, "Training-Based SWIPT: Optimal Power Splitting at the Receiver," 

in IEEE Transactions on Vehicular Technology, vol. 64, no. 9, pp. 4377-4382, Sept. 

2015. 

[41] D. K. P. Asiedu, S. Mahama, S. Jeon and K. Lee, "Optimal Power Splitting for 

Simultaneous Wireless Information and Power Transfer in Amplify-and-Forward 

Multiple-Relay Systems," in IEEE Access, vol. 6, pp. 3459-3468, 2018. 

[42] J. Kang, I. Kim and D. I. Kim, "Joint Tx Power Allocation and Rx Power 

Splitting for SWIPT System With Multiple Nonlinear Energy Harvesting Circuits," in 

IEEE Wireless Communications Letters, vol. 8, no. 1, pp. 53-56, Feb. 2019. 

[43] F. Benkhelifa and M. Alouini, "A thresholding-based antenna switching in 

MIMO cognitive radio networks with SWIPT-enabled secondary receiver," 2017 

IEEE International Conference on Communications (ICC), Paris, 2017, pp. 1-6. 

[44] F. Benkhelifa and M. Alouini, "Prioritizing Data/Energy Thresholding-Based 

Antenna Switching for SWIPT-Enabled Secondary Receiver in Cognitive Radio 

Networks," in IEEE Transactions on Cognitive Communications and Networking, vol. 

3, no. 4, pp. 782-800, Dec. 2017. 

[45] F. Benkhelifa, K. Tourki and M. Alouini, "Proactive Spectrum Sharing for 

SWIPT in MIMO Cognitive Radio Systems Using Antenna Switching Technique," in 



IEEE Transactions on Green Communications and Networking, vol. 1, no. 2, pp. 204-

222, June 2017. 

[46] T. N. Do, D. B. da Costa, T. Q. Duong and B. An, "Improving the 

Performance of Cell-Edge Users in MISO-NOMA Systems Using TAS and SWIPT-

Based Cooperative Transmissions," in IEEE Transactions on Green Communications 

and Networking, vol. 2, no. 1, pp. 49-62, March 2018. 

[47] J. Tang, D. K. C. So, A. Shojaeifard and K. Wong, "Energy Efficiency 

Optimization for Spatial Switching-Based MIMO SWIPT System," 2017 IEEE 85th 

Vehicular Technology Conference (VTC Spring), Sydney, NSW, 2017, pp. 1-6. 

[48] C. Li, L. Yang and Y. Shi, "An Asymptotically Optimal Cooperative Relay 

Scheme for Two-Way Relaying Protocol," in IEEE Signal Processing Letters, vol. 17, 

no. 2, pp. 145-148, Feb. 2010. 

[49] S. Efazati and P. Azmi, "Cross Layer Power Allocation For Selection 

Relaying and Incremental Relaying Protocols Over Single Relay Networks," in IEEE 

Transactions on Wireless Communications, vol. 15, no. 7, pp. 4598-4610, July 2016. 

[50] V. N. Q. Bao and Duy Trung Tran, "Performance analysis of cognitive 

underlay DF relay protocol with Kth best partial relay selection," The 2012 

International Conference on Advanced Technologies for Communications, Hanoi, 

2012, pp. 130-135. 

[51] K. Kouno, D. Duolikun, T. Enokido and M. Takizawa, "Broadcast Protocols 

in Wireless Networks," 2015 IEEE 29th International Conference on Advanced 

Information Networking and Applications Workshops, Gwangiu, 2015, pp. 272-277. 

[52] S. Hu, F. Li and X. Liu, "Multi-relay wireless cooperative MAC protocol 

based on converged network coding," 2017 IEEE 2nd Advanced Information 

Technology, Electronic and Automation Control Conference (IAEAC), Chongqing, 

2017, pp. 1345-1349. 

[53] Y. Ye, Y. Li, L. Shi, R. Q. Hu and H. Zhang, "Improved Hybrid Relaying 

Protocol for DF Relaying in the Presence of a Direct Link," in IEEE Wireless 

Communications Letters, vol. 8, no. 1, pp. 173-176, Feb. 2019. 



[54] C. Zhang, J. Ge, Z. Xia and H. Wang, "A novel half-jamming protocol for 

secure two-way relay systems using a full-duplex jamming relay," 2017 3rd IEEE 

International Conference on Computer and Communications (ICCC), Chengdu, 2017, 

pp. 786-790. 

[55] T. Wang, "Comparison of the energy efficiency for decode-and-forward and 

amplify-and-forward two-way relaying," 2013 5th IEEE International Conference on 

Broadband Network & Multimedia Technology, Guilin, 2013, pp. 232-236. 

[56] C. Yang, Y. Lin and M. Hwang, "Downlink Relay Selection Algorithm for 

Amplify-and-Forward Cooperative Communication Systems," 2013 Seventh 

International Conference on Complex, Intelligent, and Software Intensive Systems, 

Taichung, 2013, pp. 331-334. 

[57] Y. Xiao, L. A. DaSilva and X. J. Zhang, "On the Diversity-Multiplexing 

Tradeoff of an Improved Amplify-and-Forward Relaying Strategy," in IEEE 

Communications Letters, vol. 16, no. 4, pp. 482-485, April 2012. 

[58] A. Saha, C. K. De, A. Nandi and D. De, "Cooperative spectrum sharing with 

multi antenna based Amplify-and-Forward and Decode-and-Forward Relay," 2016 

IEEE Uttar Pradesh Section International Conference on Electrical, Computer and 

Electronics Engineering (UPCON), Varanasi, 2016, pp. 224-228. 

[59] Z. Liu, H. Yuan, H. Li, X. Guan and H. Yang, "Robust Power Control for 

Amplify-and-Forward Relaying Scheme," in IEEE Communications Letters, vol. 19, 

no. 2, pp. 263-266, Feb. 2015. 

[60] S. Chu, "Performance of Amplify-and-Forward Cooperative Diversity 

Networks with Generalized Selection Combining over Nakagami-m Fading 

Channels," in IEEE Communications Letters, vol. 16, no. 5, pp. 634-637, May 2012. 

[61] D. W. K. Ng and R. Schober, "Resource Allocation and Scheduling in Multi-

Cell OFDMA Systems with Decode-and-Forward Relaying," in IEEE Transactions on 

Wireless Communications, vol. 10, no. 7, pp. 2246-2258, July 2011. 

[62] D. W. K. Ng, E. S. Lo and R. Schober, "Secure Resource Allocation and 

Scheduling for OFDMA Decode-and-Forward Relay Networks," in IEEE 



Transactions on Wireless Communications, vol. 10, no. 10, pp. 3528-3540, October 

2011. 

[63] D. W. K. Ng and R. Schober, "Resource allocation for secure OFDMA 

decode-and-forward relay networks," 2011 12th Canadian Workshop on Information 

Theory, Kelowna, BC, 2011, pp. 202-205. 

[64] D. W. K. Ng and R. Schober, "Dynamic Resource Allocation in OFDMA 

Systems with Full-Duplex and Hybrid Relaying," 2011 IEEE International 

Conference on Communications (ICC), Kyoto, 2011, pp. 1-6. 

[65] D. W. K. Ng and R. Schober, "Resource Allocation and Scheduling in Multi-

Cell OFDMA Decode-and-Forward Relaying Networks," 2010 IEEE Global 

Telecommunications Conference GLOBECOM 2010, Miami, FL, 2010, pp. 1-6. 

[66] B. Dai, L. Yu and Z. Ma, "Compress-and-forward strategy for the relay 

broadcast channel with confidential messages," 2016 IEEE International Conference 

on Communications Workshops (ICC), Kuala Lumpur, 2016, pp. 254-259. 

[67] X. Lin, M. Tao and Y. Xu, "MIMO Two-Way Compress-and-Forward 

Relaying with Approximate Joint Eigen-Decomposition," in IEEE Communications 

Letters, vol. 17, no. 9, pp. 1750-1753, September 2013. 

[68] X. Lin, M. Tao and Y. Xu, "MIMO Two-Way Compress-and-Forward 

Relaying with Approximate Joint Eigen-Decomposition," in IEEE Communications 

Letters, vol. 17, no. 9, pp. 1750-1753, September 2013. 

[69] M. Mirmohseni, B. Akhbari and M. R. Aref, "Compress-and-Forward Strategy 

for Cognitive Interference Channel with Unlimited Look-Ahead," in IEEE 

Communications Letters, vol. 15, no. 10, pp. 1068-1071, October 2011. 

[70] X. Chen, D. W. K. Ng, W. H. Gerstacker and H. Chen, "A Survey on 

Multiple-Antenna Techniques for Physical Layer Security," in IEEE Communications 

Surveys & Tutorials, vol. 19, no. 2, pp. 1027-1053, Secondquarter 2017. 

[71] L. Xiang, D. W. K. Ng, R. Schober and V. W. S. Wong, "Cache-Enabled 

Physical Layer Security for Video Streaming in Backhaul-Limited Cellular 

Networks," in IEEE Transactions on Wireless Communications, vol. 17, no. 2, pp. 

736-751, Feb. 2018. 



[72] X. Chen, D. W. K. Ng and H. Chen, "Secrecy wireless information and power 

transfer: challenges and opportunities," in IEEE Wireless Communications, vol. 23, 

no. 2, pp. 54-61, April 2016. 

[73] E. Boshkovska, D. W. K. Ng, L. Dai and R. Schober, "Power-Efficient and 

Secure WPCNs With Hardware Impairments and Non-Linear EH Circuit," in IEEE 

Transactions on Communications, vol. 66, no. 6, pp. 2642-2657, June 2018. 

[74] D. W. K. Ng, E. S. Lo and R. Schober, "Energy-Efficient Resource Allocation 

for Secure OFDMA Systems," in IEEE Transactions on Vehicular Technology, vol. 

61, no. 6, pp. 2572-2585, July 2012. 

[75] E. Boshkovska, A. Koelpin, D. W. K. Ng, N. Zlatanov and R. Schober, 

"Robust beamforming for SWIPT systems with non-linear energy harvesting model," 

2016 IEEE 17th International Workshop on Signal Processing Advances in Wireless 

Communications (SPAWC), Edinburgh, 2016, pp. 1-5. 

[76] E. Boshkovska, X. Chen, L. Dai, D. W. K. Ng and R. Schober, "Max-Min Fair 

Beamforming for SWIPT Systems with Non-Linear EH Model," 2017 IEEE 86th 

Vehicular Technology Conference (VTC-Fall), Toronto, ON, 2017, pp. 1-6. 

[77] D. W. K. Ng, E. S. Lo and R. Schober, "Robust Beamforming for Secure 

Communication in Systems with Wireless Information and Power Transfer," in IEEE 

Transactions on Wireless Communications, vol. 13, no. 8, pp. 4599-4615, Aug. 2014. 

[78] Q. Wu, W. Chen, D. W. K. Ng and R. Schober, "Spectral and Energy-Efficient 

Wireless Powered IoT Networks: NOMA or TDMA?," in IEEE Transactions on 

Vehicular Technology, vol. 67, no. 7, pp. 6663-6667, July 2018. 

[79] Q. Wu, M. Tao, D. W. Kwan Ng, W. Chen and R. Schober, "Energy-Efficient 

Resource Allocation for Wireless Powered Communication Networks," in IEEE 

Transactions on Wireless Communications, vol. 15, no. 3, pp. 2312-2327, March 

2016. 

[80] Q. Wu, M. Tao, D. W. K. Ng, W. Chen and R. Schober, "Energy-efficient 

transmission for wireless powered multiuser communication networks," 2015 IEEE 

International Conference on Communications (ICC), London, 2015, pp. 154-159. 



[81] D. W. K. Ng, E. S. Lo and R. Schober, "Energy-efficient resource allocation in 

multiuser OFDM systems with wireless information and power transfer," 2013 IEEE 

Wireless Communications and Networking Conference (WCNC), Shanghai, 2013, pp. 

3823-3828. 

[82] D. W. K. Ng, E. S. Lo and R. Schober, "Energy-efficient power allocation in 

OFDM systems with wireless information and power transfer," 2013 IEEE 

International Conference on Communications (ICC), Budapest, 2013, pp. 4125-4130. 

[83] E. Boshkovska, D. W. K. Ng and R. Schober, "Power-Efficient and Secure 

WPCNs with Residual Hardware Impairments and a Non-Linear EH Model," 

GLOBECOM 2017 - 2017 IEEE Global Communications Conference, Singapore, 

2017, pp. 1-7. 

[84] E. Boshkovska, D. W. K. Ng, L. Dai and R. Schober, "Power-Efficient and 

Secure WPCNs With Hardware Impairments and Non-Linear EH Circuit," in IEEE 

Transactions on Communications, vol. 66, no. 6, pp. 2642-2657, June 2018. 

[85] Q. Wu, W. Chen, D. W. Kwan Ng, J. Li and R. Schober, "User-Centric 

Energy Efficiency Maximization for Wireless Powered Communications," in IEEE 

Transactions on Wireless Communications, vol. 15, no. 10, pp. 6898-6912, Oct. 2016. 

[86] D. W. K. Ng, E. S. Lo and R. Schober, "Wireless Information and Power 

Transfer: Energy Efficiency Optimization in OFDMA Systems," in IEEE 

Transactions on Wireless Communications, vol. 12, no. 12, pp. 6352-6370, December 

2013. 

[87] T. A. Le, Q. Vien, H. X. Nguyen, D. W. K. Ng and R. Schober, "Robust 

Chance-Constrained Optimization for Power-Efficient and Secure SWIPT Systems," 

in IEEE Transactions on Green Communications and Networking, vol. 1, no. 3, pp. 

333-346, Sept. 2017. 

[88] X. Chen, D. W. K. Ng and H. Chen, "Secrecy wireless information and power 

transfer: challenges and opportunities," in IEEE Wireless Communications, vol. 23, 

no. 2, pp. 54-61, April 2016.7 

[89] D. W. K. Ng, E. S. Lo and R. Schober, "Multiobjective Resource Allocation 

for Secure Communication in Cognitive Radio Networks With Wireless Information 



and Power Transfer," in IEEE Transactions on Vehicular Technology, vol. 65, no. 5, 

pp. 3166-3184, May 2016. 

[90] E. Boshkovska, D. W. K. Ng, N. Zlatanov and R. Schober, "Practical Non-

Linear Energy Harvesting Model and Resource Allocation for SWIPT Systems," in 

IEEE Communications Letters, vol. 19, no. 12, pp. 2082-2085, Dec. 2015. 

[91] Derrick Wing Kwan Ng; Trung Q. Duong; Caijun Zhong; Robert Schober, 

"The Era of Wireless Information and Power Transfer," in Wireless Information and 

Power Transfer: Theory and Practice, Wiley, 2019, pp.1-16 

[92] B. Clerckx, R. Zhang, R. Schober, D. W. K. Ng, D. I. Kim and H. V. Poor, 

"Fundamentals of Wireless Information and Power Transfer: From RF Energy 

Harvester Models to Signal and System Designs," in IEEE Journal on Selected Areas 

in Communications, vol. 37, no. 1, pp. 4-33, Jan. 2019. 

[93] W.Dinkelbach, "On nonlinear fractional programming," Manage. Sci., vol. 

13,no. 7,pp. 492-498, Mar. 1967. [Online]. Available: 

http://www.jstor.org/stable/2627691 

[94] E. Boshkovska, D. W. K. Ng, N. Zlatanov, A. Koelpin and R. Schober, 

"Robust Resource Allocation for MIMO Wireless Powered Communication Networks 

Based on a Non-Linear EH Model," in IEEE Transactions on Communications, vol. 

65, no. 5, pp. 1984-1999, May 2017. 

[95] H. Lee, K. Lee, H. Kong and I. Lee, "Sum-Rate Maximization for Multiuser 

MIMO Wireless Powered Communication Networks," in IEEE Transactions on 

Vehicular Technology, vol. 65, no. 11, pp. 9420-9424, Nov. 2016 


	1. Introduction
	2. Literature review
	3. System Model
	3.1. Motivation
	3.2. Overview for the Model
	3.3. Transmitted Signal at the source
	3.4. Received Signal at the Relay

	4. Problem Formulation
	5. Optimization solution
	6. Results and Analysis
	6.1. Minimum required SINR
	6.2. Number of users

	7. Conclusion
	Reference

