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Abstracts  

The new challenge in the era of wireless communication networks nowadays is that enabling 

charging terminals from external energy sources in the ambient environment instead of 

replacing batteries. A promising method to harvest energy is wireless power transfer (WPT) 

which becomes feasible because of the nature of electromagnetic radiation. In this case, a 

particularly new and interesting challenge triggers people's attention on the situation that 

source performs simultaneous wireless information and power transfer (SWIPT).For example, 

not only strong signals will enhance the efficiency in power transfer but it also increases the 

possibility of being eavesdropped and interfered. It is thus been seen that SWIPT technology 

will be treated as a crucial technology in the development of Internet-of-things (IoT) in the 

next generation of communication system  

 

In this paper, we introduce a beamforming design for simultaneous wireless information and 

power transfer (SWIPT) system. The objective of the design is to minimize the energy 

consumption of the system. This design will be formulated as a non-convex optimization 

problem with the consideration of the quality of service (QoS) and security as well as the 

minimum power consumption. The secrecy performance in this paper is maintained by 

injecting an artificial noise which performs as one method of jamming. We used semidefinite 

programming relaxation (SDR) to achieve the optimal solution of problem formulation. The 

simulation results indicates that how the changes of certain requirements such as tolerable 

SINR at eavesdropper or minimum required harvested power affects the power consumption. 

 

Keywords: SWIPT, Beamforming, Relay Network, Physical layer security 

 

 

 

 

 

 

 



5 
 

 

Abbreviation   

SWIPT Simultaneous Wireless Information and Power Transfer 

WIT  Wireless Information Transfer 

WET  Wireless Energy Transfer 

RF  Radio Frequency 

EM  Electromagnetic Wave 

PS  Power Splitting 

TS  Time Splitting 

SNR  Signal to Noise Ratio 

SINT  Signal to Interference and Noise Ratio  

BS  Base Station  

AN  Artificial Noise  

CSI   Channel State Information 

IoT   Internet of Things 

QoS  Quality of Service  

MIMO  Multiple-Input Multiple-Output 

PHY  Physical Layer 

IR  Information decoding receiver  

ER  Energy harvesting receiver 

 

 

 

 

 

 

 

 

 

 

 

 



6 
 

 

Introduction 

In recent decades, the rapid growth of wireless communication technology continually causes 

increasingly evolutions in wireless communication devices and sensors. There are varies 

related practical applications developing furtherly such as in building smart city, making 

proper management in era of energy or safety, even in inventing e-health system. Sensor 

modules in terms of wireless communication have been widely used in various areas 

especially in the field of the Internet of Things (IoT). As it can be intangibly integrated into 

some objectives such as clothing, vehicles, or even human being for medical purposes, the 

demand for energy-supplied and proper energy-management methods significantly increases. 

However, the traditional battery-powered charging method seems not to be applied because 

of limited energy storage capacity. In addition, not only the cost of frequent replacement of 

the battery is relatively high, but also wired or manual recharging sometimes is difficult to 

access or even impossible to some wireless communication devices such as a biomedical 

implant. Thus, to provide a self-sustainable and secure as well as high-speed communication 

with the guarantee of the quality of service (QoS) becomes a considerable problem waiting to 

be solved to the next generation of the communication system. 

 

As the performance of wireless communication devices is seriously restricted by its finite 

energy. Solar, geothermal heat and wind are the environmental source of harvesting energy 

which becomes a promising method to ensure the performance and extend the lifetime of 

wireless communication system. Although using renewable energy to generate electricity is 

self-sustainable and environmental-friendly, another limitation from this approach cannot be 

ignored is that conventional natural energy sources are not manageable since it usually varies 

with the change of climate and location. This will lead to serious problems on mobile devices 

such as discontinuous communication and restricted mobility. In addition, it is unlikely to 

maintain the stability of communication networks and guarantee the quality of service (QoS) 

as the energy of devices origin from uncontrollable natural sources. 

 

Comparing with harvesting energy from renewable sources, wireless power transfer (WPT) 

provides another approach to harvest energy for energy-limited devices aiming to build stable 

and efficient communication networks [1-3]. Electromagnetic (EM) radiation in radio 
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frequency (RF) band in the ambient background around antennas is a potential source for 

energy harvesting. RF signals carry both information and energy simultaneously, which 

enables the possibility of simultaneous wireless information and power transfer (SWIPT). 

Therefore, SWIPT as a new technology attracts attention from both academia and industry to 

have continuous and unstoppable study [4-20]. 

 
Figure1: Simple operation of SWIPT system  
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Background  

The concept of wireless power transfer (WPT) was first introduced by Nikola Tesla in 1900s. 

It aimed to address problems in high-power-consumption applications. But the processes of 

development of WPT was interrupt as it imposed adverse impacts on public health due to the 

radiation of electromagnetic (EM) waves. It attracts people’s attention again because of the 

development of silicon technology and the wide use of IoT products. WPT networks make it 

possible to overcome the huge obstacles of IoT technology via wireless powered sensors for 

the purpose of further development of smart cities.  

 

There are three existing technologies of supplying energy which are magnetic resonant 

coupling inductive coupling and RF-based WPT.. Inductive coupling and magnetic resonant 

coupling are dependent on near-field EM waves which cannot ensure the mobility and 

stability of wireless communication devices because of limited charging distance. However, 

RF-based WPT rely on the far-field characteristics of EM waves, which aims to relative long 

distance of wireless power charging and data transfer. In practice, RF energy can be 

harvested by receivers from ambient background of transmitter such as base station, Wi-Fi 

access points with the regulation of radiation of RF signal to meet the standardized safety 

level of people. Moreover, the power of RF signals can not only supply small wireless sensor 

but also able to power some relatively large power application such as digital clocks, which 

can reduce the replacement of battery. In practice, designers and researchers make efforts to 

design system model and algorithms of resource allocation and hence boost the efficiency 

and performance. The tradeoff between wireless power transfer and wireless information 

transfer lead to various optimization algorithms. Traditional techniques might not be suitable 

to new technology as introduced. An urgent requirement for the improvement of both grand 

new hardware such as circuit design and software such as new signal processing algorithms 

and system model for the purpose of obtaining potential possibility of SWIPT system of 

wireless communication networks. 

 

Receivers Structure of SWIPT 
The process of information decoding and energy harvesting in SWIPT have to be separated, 

which means that these two processes cannot be operated in same received signal in order to 

enable SWIPT. In practice, energy is harvested by energy harvesting circuits as received 

signals in RF domain which means that the process of energy harvesting will have negative 
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impacts on modulated information. Also the signal processing of information decoding 

always happens in the digital baseband, which cannot facilitate energy harvesting process. 

Particularly in SWIPT system, the receiver is supposed to separate the energy harvesting and 

information decoding processes. There are existing some viable techniques to split RF signal 

into two parts, one for energy harvesting and the other one for information decoding. In the 

following, several techniques will be proposed to achieve signal-splitting in different 

domains (time, power, antenna, space). 

Time Switching Receiver 
Time Switching (TS) receiver structure enable the receiver switches process between 

information decoding and energy harvesting in time. In this case, the process of TS will be 

either information decoding or energy harvesting. As the signal splitting is occurred in time 

domain, the requirement of the implementation of hardware of TS is less complex whilst the 

higher requirement of data selecting in time synchronization and information scheduling. 

Power Splitting Receiver 
The power splitting (PS) technique enable SWIPT by splitting signals in two streams in one 

time slot. The power will be received and divided into two streams with different power level 

dominating by power splitting ratio before active analog or digital signal processing. Then 

energy harvester and information decoder will receive splitting power at each antenna 

respectively. PS technique can achieve instantaneous SWIPT as the signal it receives will be 

used for both information decoding and power transfer in the same time. The power splitting 

ratio can be optimized at antennas individually thus to balance the achievable information 

rate and energy harvesting efficiency. In conclusion, PS receiver structure is likely to apply 

with signal with delay constraints and it has higher complexity in hardware implementation 

comparing to TS receiver structure. 

 

 

 
 
 
 
 
 
 
 
 
Figure2: (a) shows the detailed structure of time switching receiver (b) shows the detailed 
structure of power splitting receivers 
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Separated Receiver 
In separated receiver structure, information decoder and energy harvester are implemented 

with individual receiver with different antennas. Therefore, separated receiver structure are 

easier to be implemented via using off-the-shelf components for each receiver. The 

optimization of separated receiver will mainly focus on the tradeoff between WIT and WPT 

depending channel state information (CSI) and feedback from receivers to the joint multiple-

antennas transmitters. In other words, minimum required amount of energy received by 

energy harvesting receiver will determined the working operation of information decoder. 

 

 
Figure3: Receiver structure of separate receiver 

 
Challenges in SWIPT 
 

Despite the fact that SWIPT brings tangible convenience to energy harvesting technology, 

there are some challenges that could not be ignored when integrating SWIPT technology into 

wireless communication system.  In [21] and [22] show that the basic perspective about the 

tradeoff of WET and WIT in the consideration of channel fading and frequency selection. 

The author in [23-26] shows the tradeoff regions on rate-energy for Multiple-input multiple-

output (MIMO) system. Although considerable investigation has been explored before, the 

efficiency of wireless power transfer remains low. Significantly, the path loss of channels 

attenuates wireless signals obviously which causes only small fraction of total power will be 

harvested at end-users. Hence, people start to combine other technology cooperating with 

SWIPT system in order to improve the power transfer efficiency. Multiple antenna is the 

most frequently used technology for this purpose. Especially, to increase spatial degree of 

freedom in multiple antennas, system will obtain larger wireless energy which can be 

transferred more accurately and specifically into desired receivers, which improves the 

efficiency of energy transferring. Additionally, existing technology such as network protocols, 
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resource allocation algorithms and receiver structures were designed for conventional 

communication system as it serves and optimizes for pure data communication. The related 

technologies will not sufficiently meet the standard requirement to implement SWIPT 

practically due to the nature of beamforming. 

  

Security in SWIPT 
 

In SWIPT system, in order to enable energy harvesting at power-limited receiver, one 

approach is to enhace the energy of the information carrying signals. Another fact of 

improving efficiency is that energy harvesting receivers are normally situated closer distance 

to transmitter than information decoding receivers. Both of those method will increase the 

possibility of eavesdropping due to the relatively high transmit power and the characteristics 

of broadcasting. Furthermore, the increasing number of devices used for wireless energy 

harvesting also exerts negative impacts on communication networks as it exceeds the 

capacity of channel [26-36]. Generally, cryptographic encryption algorithms are exploiting at 

the application layer to ensure the security of communication networks. In spite of that, 

traditional algorithms were designed with the basic idea of perfect key management and 

distribution while not applicable in future SWIPT system as massive wireless sensor nodes 

will be applied in the future wireless communication networks. There comes to an alternative 

solution named physical (PHY) security to assist with cryptographic encryption algorithms to 

guarantee secure communication. PHY security is usually operated with exploring unique 

physical characteristics of wireless channels such as fading, noise and interference to prevent 

communication between wireless devices from eavesdropping. It has been revealed that in 

wiretap channel, perfectly secure information with one source and one destination if the 

conditions of source-to-destination channel overweight source-to-eavesdropper channel [37]. 

This triggers the researches on multiple-antenna beamforming design in SWIPT system by 

taking PHY security into account [38-44]. In [45], author analysis scenarios of perfect CSI 

and imperfect CSI with subjective of minimizing total transmit power in secure 

communication system. Additionally, a beamforming design for maximize secrecy rate in 

SWIPT system has been shown in [46]. Although there are several evidences show that the 

process of energy harvesting is non-linear because of the rectifying circuit process during RF 

energy-to-direct current power conversion, I assume the process of energy harvesting is linear 

for simplification. Maximize the energy efficiency under a constraint of minimum required 

secrecy rate or maximize secrecy rate with constraint of minimum harvesting energy could be 
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solved together by applying spatial degree of freedom at transmitter with multiple antennas 

with beamforming design [47]. 

 

Secrecy Rate 
Then definition of secrecy rate representing actual data rate received at IR is given by 

Secrecy Rate =  [𝐴𝐴 − 𝐵𝐵]+  (1) 

 

Where A is the capacity of the channel between transmitter and targeted IR while B denotes 

the capacity between the common transmitter and the eavesdropper. 

 

As what has been mentioned in introduction, due to the high carrier frequency of RF signal, 

path loss will attenuate the power and quality of received signal. One means to avoid this is 

to control the size of transmit antennas in a reasonable range. Hence, increasing the power of 

information signal on purpose to compensate the path loss for more efficient WPT, which 

will lead to an increase of susceptibility of eavesdropping by ERs as the nature of broadcast 

between channels and channels will raise security problems.  Communication security issues 

have become the main challenge when implementing wireless communication systems. In 

order to address the problem with this, large amount of approaches have been proposed such 

as energy beamforming and artificial jamming. The key to ensure a secure communication 

with the considering of treating energy harvesting receiver as potential eavesdropper is to 

inject ideal artificial noise (AN) via multiple antennas to attenuate the quality of channel 

between transmitter and potential eavesdropper.  

 
Artificial Noise 
Interference Management 

In traditional communication system, it is highly recognized that co-channel interference 

(CCI) is the major obstacle which limit the overall performance of system and efficient 

resources allocation. But it seems to have positive effects on SWIPT system since the 

interference can act as a supportive source of energy and can be accepted by receivers. 

Therefore, injecting artificial interference to wireless communication system sometimes is 

beneficial to overall system performance in particular when there is insufficient energy 

supporting the basic operations for receivers. At that time, one compromise is to have less 

quality of information decoding but better performance on energy harvesting.  
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It is thus been seen that jamming can be applied when potential eavesdropper tries to 

intercept confidential information. In many cases, jammers will cause the loss of power of 

wireless devices while in SWIPT system it will be encouraged for the reason that jammer as 

additional nodes in entire network can be powered wirelessly by RF signals at the ambient 

environment of receivers. Then system engineers can concentrate on optimizing the 

efficiency of jam-and-harvest by adjusting node position of jammer and energy harvester 

aiming to boost entire performance of system. 

  

Artificial noise (AN) is one of the possible solutions to improve the secrecy performance [48]. 

As jamming is an important means to interfere with eavesdroppers. Optimized AN will not 

make negative influence on users’ information although it will be treated as an interference to 

information decoder. This is because the energy of AN will be harvested together with the 

energy of signal and if we control the direction of beamforming of AN, signal to interference 

and noise ratio will remain large. Thus, the quality of channel state information will be 

maintained.  
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MIMO SWIPT System 
Because of the nature of broadcasting, low power transfer efficiency becomes a major issue 

in wireless power transfer. Multiple-input and multiple-output (MIMO) can be exploited 

making up to SWIPT system. First of all, MIMO enjoys the higher degree of freedom as 

multiple antennas could be used in both transmitters and receivers, which will cause more 

energy harvested at receivers. Secondly, applying extra antennas can be used for more 

combinations of beamforming and resource allocation algorism which will improve the 

efficiency of both WIT and WPT. In [49], consequences are shown with MIMO SWIPT 

scenario including one source and one IR as well as one ER with the consideration of tradeoff 

between information rate and power transfer. Figure2.6.1 shows several benefits of MIMO 

system regarding multiple users. In figure2.6.1(a), a multiple-antennas source serves multiple 

information decoding receivers and energy harvesting receivers continuously which RF 

signals are not only transferring information but charging energy harvesting receivers 

wirelessly. The fact that CCI existing in MIMO system cannot be ignored in practical 

implementation and it could be optimized in system designs. The author in [50] illustrates a 

way of users scheduling to enlarge the tradeoff region between information rate and energy 

harvesting by allowing ER and IR switch each other. In figure2.6.1(b) shows the scenario 

equipped with multiple sources and multiple users, which is another vital application of 

SWIPT system.  In this model, same spectrum and related interference are shared between 

source and destination specifically, which is another challenge in achieve well-operated 

system model. Additionally, the new opportunities come to SWIPT in this situation with the 

collaboration and coordination of interference. There are an example illustrating in [51] that 

exploiting two subspaces at received signal space. One subspace contains the targeted signals 

preparing for information decoding and the other subspace contains the interference 

alignment which is used for energy harvesting. In this way, the desired information storing 

signal will be protected when transferring with interference as well as the management of 

interference with energy transferring. This kind of approach introduces modifications in 

conventional technology design method in order to face the new constraints raised by 

information beamforming.  
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Figure4: Two different scenarios of beamforming   
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Relay Assisted SWIPT System 
 
Relay will be used when signal from transmitters cannot directly be achieved to receivers. It 

will be sent to receivers after signal amplification or re-encoding processing. 

 

Over the past decades, using cooperative techniques has aroused people's attention 

significantly in order to enhance the performance of the communication system. Cooperative 

communication networks mean that multi-single-antenna terminals and multi-users share 

antennas from the MIMO system. There are three types of cooperation using frequently in 

SWIPT system including user cooperation, base station cooperation and relaying. 

Significantly, when considering diversity gains, throughput gains, cooperative relaying 

provide low-cost implementation comparing to user cooperation and base station cooperation. 

When MIMO is hard to apply to the practical system due to constraints of reality such as size 

of wireless charging devices, cooperative relaying will be used for the SWIPT network. 

Relay could be powered by energy harvested in the receiver and hence extend the lifetime of 

battery powering relays. The advantages of using relay will be shown in the following 

example which compares the system performance of relay assisted SWIPT system with direct 

transmission SWIPT system. It is observed that the outage probability decreases whilst the 

reception reliability increases ten times than direct transmission in relaying networking 

system including a single source-destination pair with decode and forward (DF) relay. 

Different types of relay will have various impacts on power efficiency base on different 

resource allocation algorism. The detailed analysis of applying amplify-and-forward relays 

and DF relays are shown in [52]. Moreover, the outage probability and reception reliability 

are varying with the different charging methods of the relay. Performance loss on power 

transmission also depends on the conditions of the source-relay channel. This might be 

compensated by other methods of cooperation such as user cooperation. 
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Key Notation 
Key Mathematical notations are given in table 1.1 below. Boldface lower letters used to 

denote vector while boldface capital case letters stand for matrices. ℂ𝑁𝑁×𝑀𝑀 represents all N x 

M sets with complex entries. ℂℕ (m,N)  represents circularly symmetric complex Gaussian 

distribution with mean vector m and covariance matrix N. Rank(A) and Tr(A) represent the 

rank and trace of matrix A as well as 𝐀𝐀H stands for Hermitian transpose of matrix A. A ≽ 0 

shows that A is semi-definite positive matrix. 

 

Notation Description 

H Channel vector between BS and relay H∈ ℂ𝑁𝑁×𝑁𝑁 

𝒈𝒈𝒋𝒋 Channel vector between relay and users j 

𝒘𝒘𝒋𝒋 Information beamforming vector between relay and user j 

v Artificial noise vector between relay and eavesdropper 

f Channel vector between relay and eavesdropper 

𝜎𝜎2, σeve2 , σn2  Signal processing noise power  

𝜂𝜂𝒋𝒋 power splitting ratio of user j 

𝜆𝜆𝑖𝑖 channel gain between BS and relay 

𝜇𝜇𝑟𝑟𝑟𝑟𝑟𝑟 minimum requirement of signal to interference and noise ratio 

𝜇𝜇𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑚𝑚𝑚𝑚𝑚𝑚  maximum signal to interference and noise ratio at eavesdropper 

𝑃𝑃𝑚𝑚𝑚𝑚𝑚𝑚. minimum required harvested power at users 
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System Model  

 
My SWIPT system is assumed that the communication channels are slow time-varying fading 

and frequency flat. This system model includes a base station (BS), a relay, N information 

receivers (IRs), N + 1 energy harvesting receivers (ERs) where one of ERs acting as an 

eavesdropper. I assume that there exists a block between BS and users thus relay in this 

model is to enable the communication between transmitter and receivers. This model is 

symmetric system as the base station is equipped with N antennas and single relay equipped 

with N antennas, serving N users where each user has single-antenna IR and ER. Power 

splitting technology is used at users to separate received signal in process of information 

decoding and energy harvesting with power splitting ratio ηn, which represents that at user N 

the information decoding receiver (IR) will receive ηn of signal information from the user N 

while the energy harvesting receivers (ER) will have 1-ηn of signal energy. The broadcast 

nature of RF channel will cause that the signal received by IRs is likely to be eavesdropped 

by ERs. Another fact is that the location of ERs in practice is usually closer to BS than IRs 

for gathering more energy. Therefore, SWITP systems have larger risk of being overheard 

than traditional communication system. In the following, we assume that both transmitter and 

receivers know the perfect channel state information (CSI) in resource allocation. In addition, 

base station and the relay are both powered by battery. Pure energy beamforming and pure 

information beamforming will be considered in the following part. 

 

 
Figure5: A SWIPT system model with relay, users and eavesdropper. 
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The process will be discussed in two time slots  

In time slot 𝜏𝜏1 

From base station to relay, the channel sum capacity is given by: 

C = ∑ log2(1 + Piλi 
σ2

)N
i=1   (2) 

where 𝑃𝑃𝑖𝑖 is transmit power of the transmitter ∀𝑖𝑖 ∈ {1,2, … , 𝑖𝑖} , 𝜆𝜆𝑖𝑖 is channel gain between BS 

and relay ∀𝑖𝑖 ∈ {1,2, … , 𝑖𝑖} and 𝜎𝜎2represents the power of additive Gaussian noises generated 

at relay. In order to ensure security of entire system, secrecy rate need to be improved to 

some extent. Therefore, after receiving signal from transmitter, an artificial noise v will be 

produced by relay and deliver with real signal w to the users simultaneously. In particularly, 

v is modeled as random vector with circularly symmetric complex Gaussian distribution. 

v~ ℂℕ (0, V)  (3) 

where V ∈ 𝐇𝐇𝐍𝐍, V represents covariance matrix of AN. 

 

Time slot 𝜏𝜏2 will have two processes, one is from relay to users and another one is from relay 

to eavesdropper. Both users and eavesdropper will receive two signals v and w which is sent 

by relay. Therefore, the signal to interference noise signal to information decoding receiver n 

can be expressed as 

𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑛𝑛  =  �𝐠𝐠n𝐇𝐇𝐰𝐰n�
2
ηn

∑ �𝐠𝐠n𝐇𝐇𝐰𝐰j�
2
ηn+σn2+ �𝐠𝐠n𝐇𝐇𝐯𝐯�

2
ηnN

j≠n
  (4) 

 
Channel capacity between relay to user N can be expressed as follow 

 

𝐶𝐶𝑛𝑛 = 𝑙𝑙𝑙𝑙𝑙𝑙2(1 + �𝐠𝐠n𝐇𝐇𝐰𝐰n�
2
ηn

∑ �𝐠𝐠n𝐇𝐇𝐰𝐰j�
2
ηn+σn2+ �𝐠𝐠n𝐇𝐇𝐯𝐯�

2
ηnN

j≠n
 )  (5) 

 

And the power harvested at user n is given by 

𝑃𝑃𝐸𝐸𝐸𝐸,𝑛𝑛 = (1 − ηn)[∑ �𝐠𝐠j𝐇𝐇𝐰𝐰j�
2

+  |𝐠𝐠n𝐇𝐇𝐯𝐯|2N
j=1 ]  (5) 

Where H ∈ ℂ𝑁𝑁×𝑁𝑁is the channel vector between BS and relay, 𝒈𝒈𝒋𝒋 ∈ ℂ𝑁𝑁×1 is the channel 

vector between relay and users, ηn is power splitting ratio of receivers.  v is the vector 

representing artificial noise and 𝐰𝐰j stands for the information beamforming vector between 

relay and user j. Additionally, σn2  is the power of additive Gaussian noise (AWGNs). 

 

Also, as eavesdropper can receive signal as well. Assume it will try to decode user n. The 

signal to interference and noise ratio at eavesdropper could be given by  
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𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑒𝑒𝑒𝑒𝑒𝑒,𝑛𝑛  =  �𝐟𝐟𝐇𝐇𝐰𝐰n�
2

∑ �𝐟𝐟𝐇𝐇𝐰𝐰j�
2
+σeve2 + �𝐟𝐟𝐇𝐇𝐯𝐯�

2N
j≠n

  (6) 

Where f ∈ ℂ𝑁𝑁×1 is the channel vector between relay and eavesdropper, σeve2 is the power of 

additive Gaussian noise generating at eavesdropper. 

Then the capacity between relay and eavesdropper is given by  

 

𝐶𝐶𝑒𝑒𝑒𝑒𝑒𝑒,𝑛𝑛 = 𝑙𝑙𝑙𝑙𝑙𝑙2(1 +  �𝐟𝐟𝐇𝐇𝐰𝐰n�
2

∑ �𝐟𝐟𝐇𝐇𝐰𝐰j�
2
+σeve2 + �𝐟𝐟𝐇𝐇𝐯𝐯�

2N
j≠n

)  (7) 

 

 

Remark: Expression of channel capacity follows the Shannon-Hartley Capacity Theorem 
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Problem Formulation 

The problem statement of this system model is to minimize energy consumption of entire 

system with the guarantee of secure communication in WPT. In this case, we formulate the 

resource allocation algorithm design as the following optimization problem:  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Constraint C1 denotes transmit power of each antenna is always positive. 𝜇𝜇𝑟𝑟𝑟𝑟𝑟𝑟 . Constraint 

C2 and C3 stands for minimum requirements of signal to interference and noise ratio at relay 

and users respectively. In constraints C4, maximum signal to interference and noise ratio at 

eavesdropper cannot exceed a constant 𝜇𝜇𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑚𝑚𝑚𝑚𝑚𝑚 . Last constraint C5 ensures that minimum 

required harvested power at user n should larger than a constant, 𝑃𝑃𝑚𝑚𝑚𝑚𝑚𝑚. If any of the above 

constraints is not achieved, the entire system will not operate correctly. Since 

𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑛𝑛  , 𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑟𝑟  , 𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑆𝑒𝑒𝑒𝑒𝑒𝑒,𝑛𝑛   and 𝑃𝑃𝐸𝐸𝐸𝐸,𝑛𝑛 have already been calculated, the resource allocation 

design can be rewritten as following: 

Robust Resource allocation for SWIPT-Relaying system 
 

Minimize
Pn,ηn,𝐰𝐰n, 𝐯𝐯 ∑ PnN

n=1  + ∑ ‖𝐰𝐰n‖2N
n=1 +  ‖𝐯𝐯‖2  (8) 

 
Subject to  

C1:  Pn  ≥ 0 ,∀n ∈ {1,2, … , n} 

C2:  SINRn  ≥  µreq  , ∀n ∈ {1,2, … , n} 

C3:  SINR  n
first hoop ≥  µreq  , ∀n ∈ {1,2, … , n} 

C4:  SINReve,n  ≤  µtotalmax  ,∀n ∈ {1,2, … , n}  

C5:  𝑃𝑃𝐸𝐸𝐸𝐸,𝑛𝑛  ≥  𝑃𝑃𝑚𝑚𝑚𝑚𝑚𝑚 ,∀𝑛𝑛 ∈ {1,2, … ,𝑛𝑛} 
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Remark: 

Secrecy Rate reflects the security of system.  

In my system, the achievable secrecy rate of IR can be expressed as  

R =[𝐴𝐴 − 𝐵𝐵]+   (1) 

Where A represents End-to-end channel capacity from transmitter to user and B represent 

channel capacity from relay to eavesdropper. 

 

End to end capacity from end to end can be expressed as  

min {capacity from transmitter to relay, Capacity from relay to users} 

In my system, as we already calculated capacity between transmitter and relay C, capacity 

between relay and eavesdropper Ceve,n as well as the channel capacity between relay to 

users Cn.  

In my problem formulation, the minimum secrecy rate can be expressed as  

𝑅𝑅𝑚𝑚𝑚𝑚𝑚𝑚 = 𝑙𝑙𝑙𝑙𝑙𝑙2(1 + 𝜇𝜇𝑟𝑟𝑟𝑟𝑟𝑟 ) - 𝑙𝑙𝑙𝑙𝑙𝑙2(1 + 𝜇𝜇𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑚𝑚𝑚𝑚𝑚𝑚 )  (9) 

 

 

Robust Resource allocation for SWIPT-Relaying system 
 

Minimize
Pn,ηn,𝐰𝐰n, 𝐯𝐯 ∑ PnN

n=1  + ∑ ‖𝐰𝐰n‖2N
n=1 +  ‖𝐯𝐯‖2  (8) 

 
Subject to   

C1:  Pn  ≥ 0 ,∀n ∈ {1,2, … , n} 

C2:  
�𝐠𝐠n𝐇𝐇𝐰𝐰n�

2
ηn

∑ �𝐠𝐠j
𝐇𝐇𝐰𝐰j�

2
ηn+σn2+ �𝐠𝐠n𝐇𝐇𝐯𝐯�

2
ηnN

j≠n

≥  µreq  

C3:  Piλi 
σ2

≥  µreq 

C4:  �𝐟𝐟𝐇𝐇𝐰𝐰n�
2

∑ �𝐟𝐟𝐇𝐇𝐰𝐰j�
2
+σeve2 + �𝐟𝐟𝐇𝐇𝐯𝐯�

2N
j≠n

≤  µtotalmax  ,∀n ∈ {1,2, … , n} 

C5:  (1 − ηn)[∑ �𝐠𝐠n𝐇𝐇𝐰𝐰j�
2

+  |𝐠𝐠n𝐇𝐇𝐯𝐯|2N
j=1 ]  ≥  Pmin ,∀n ∈ {1,2, … , n} 

z 
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Evaluation 
 
In this problem, we could find non-convexity constraints C2, C4, C5, as it is simple to see C1, 

C3 and objective function are convex. Firstly, we will use semi-definite programming (SDP) 

relaxation to convert non-convexity element into convex function. For example, rewrite 

‖𝒘𝒘𝒏𝒏‖2: 

‖𝒘𝒘𝒏𝒏‖2 = 𝒘𝒘𝑯𝑯𝒘𝒘 = 𝑇𝑇𝑇𝑇(𝒘𝒘𝑯𝑯𝒘𝒘) = 𝑇𝑇𝑇𝑇(𝒘𝒘𝒘𝒘𝑯𝑯) = 𝑇𝑇𝑇𝑇(𝑾𝑾) while Rank(W) =1 

Also, we could rewrite �𝒈𝒈𝑛𝑛𝑯𝑯𝒘𝒘𝑗𝑗�
2
: 

�𝒈𝒈𝑛𝑛𝑯𝑯𝒘𝒘𝑗𝑗�
2

=  𝒈𝒈𝑛𝑛𝑯𝑯𝒘𝒘𝑗𝑗𝒘𝒘𝑗𝑗𝑯𝑯𝒈𝒈𝑛𝑛 = 𝑇𝑇𝑇𝑇�𝒈𝒈𝑛𝑛𝑯𝑯𝒘𝒘𝑗𝑗𝒘𝒘𝑗𝑗𝑯𝑯𝒈𝒈𝑛𝑛� = 𝑇𝑇𝑇𝑇�𝒘𝒘𝑗𝑗𝒘𝒘𝑗𝑗𝑯𝑯𝒈𝒈𝑛𝑛𝒈𝒈𝑛𝑛𝑯𝑯� = 𝑇𝑇𝑇𝑇(𝑾𝑾𝑗𝑗𝑮𝑮𝑛𝑛)  

This transformation is also suitable for other non-convexity elements in problem formulation. 

Thus, problem formulation could be transformed to: 

 

 

 

            
            
            
            
            
            
            
   
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Robust Resource allocation for SWIPT-Relaying system 
 

Minimize
Pn,ηn,𝐰𝐰n, 𝐯𝐯 ∑ PnN

n=1  + ∑ Tr(𝐖𝐖n)N
n=1 + Tr(𝐕𝐕)  (10) 

 
Subject to   

C1:  Pn  ≥ 0  

C2:  
𝐓𝐓𝐓𝐓(𝐖𝐖n𝐆𝐆n)ηn

∑ 𝐓𝐓𝐓𝐓(𝐖𝐖j𝐆𝐆j)ηn+σn2+ 𝐓𝐓𝐓𝐓(𝐕𝐕𝐕𝐕j)ηnN
j≠n

≥  µreq  

C3:  Piλi 
σ2

≥  µreq 

C4:  
Tr(𝐅𝐅𝐖𝐖𝐧𝐧)

∑ Tr(𝐅𝐅𝐖𝐖j)+σeve2 + Tr(𝐅𝐅𝐅𝐅)N
j≠n

≤  µtotalmax   

C5:  (1 − ηn)�∑ Tr�𝐆𝐆n𝐖𝐖j� +  Tr(𝐆𝐆n𝐕𝐕)N
j=1 � ≥  Pmin  

C6:  𝐖𝐖j ≽ 0 

C7:  𝐕𝐕 ≽ 0 

C8:  0 < ηn < 1 

C9:  Rank(𝐖𝐖j) = 1  
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Rearrange it into proper form: 
 
 
           
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
In order to find optimal solution, Slater’s condition and KKT conditions as well as 

Lagrangian function will be used. According to KKT conditions include four conditions 

which are primal constraints, dual constraints, complementary slackness as well as that the 

gradient of Lagrangian with respect to target vanishes. 

Slater’s condition introduces that one value is optimal if and only if they satisfy KKT 

conditions. 

As the reason that the objective of my project is to find the structure of beamforming vector 

W, I will only express Lagrangian with the terms that relevant to W whilst ∆  is the rest of 

other terms which is not relevant to W. 

 

 

 

 

Robust Resource allocation for SWIPT-Relaying 
 

Minimize
Pn,ηn,𝐰𝐰n, 𝐯𝐯 ∑ PnN

n=1  + ∑ Tr(𝐖𝐖n)N
n=1 +  +Tr(𝐕𝐕)  (10) 

 
Subject to   

C1:  Pn  ≥ 0  

C2:   µreq � ∑ 𝐓𝐓𝐓𝐓(𝐖𝐖j𝐆𝐆j) + σn2

ηn
+ 𝐓𝐓𝐓𝐓(𝐕𝐕𝐕𝐕j)N

j≠n � − 𝐓𝐓𝐓𝐓(𝐖𝐖n𝐆𝐆n) ≤ 0  

C3:   µreq − Piλi 
σ2

≤ 0 

C4:   Tr(𝐅𝐅𝐖𝐖n) − µtotalmax (∑ Tr(𝐅𝐅𝐖𝐖j) + σeve2 +  Tr(𝐅𝐅𝐅𝐅)N
j≠n )  ≤ 0 

C5:  Pmin −  (1 − ηn)�∑ Tr(𝐆𝐆n𝐖𝐖j) +  Tr(𝐆𝐆n𝐕𝐕)N
j=1 �  ≤ 0 

C6:  𝐖𝐖j ≽ 0 

C7:  𝐕𝐕 ≽ 0 

C8:  0 < ηn < 1 

C9:  Rank(𝐖𝐖j) = 1  
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Recall the original problem formulation:  

 

Thus, the lagrangian multiplier should be redevelop as following 

L = ∑ 𝑃𝑃𝑛𝑛𝑁𝑁
𝑛𝑛=1 +  ∑ 𝑇𝑇𝑇𝑇(𝑾𝑾𝑛𝑛)𝑁𝑁

𝑛𝑛=1 +  𝜇𝜇𝑟𝑟𝑟𝑟𝑟𝑟 ∑ 𝑎𝑎𝑛𝑛𝑁𝑁
𝑛𝑛=1 ∑ 𝑻𝑻𝑻𝑻(𝑾𝑾𝑗𝑗𝑮𝑮𝑗𝑗)𝑁𝑁

𝑗𝑗≠𝑛𝑛  −∑ 𝑎𝑎𝑛𝑛𝑁𝑁
𝑛𝑛=1 𝑻𝑻𝑻𝑻(𝑾𝑾𝑛𝑛𝑮𝑮𝑛𝑛) +

∑ 𝑏𝑏𝑛𝑛𝑁𝑁
𝑛𝑛=1  𝑇𝑇𝑇𝑇(𝑭𝑭𝑾𝑾𝑛𝑛)  − 𝜇𝜇𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑚𝑚𝑚𝑚𝑚𝑚 ∑ 𝑏𝑏𝑛𝑛𝑁𝑁

𝑛𝑛=1 ∑ 𝑇𝑇𝑇𝑇�𝑭𝑭𝑾𝑾𝑗𝑗�𝑁𝑁
𝑗𝑗≠𝑛𝑛 − ∑ 𝑐𝑐𝑛𝑛𝑁𝑁

𝑛𝑛=1  ∑ 𝑇𝑇𝑇𝑇�𝑮𝑮𝑛𝑛𝑾𝑾𝑗𝑗�𝑁𝑁
𝑗𝑗=1 −

 ∑ 𝑇𝑇𝑇𝑇�𝒀𝒀𝑗𝑗𝑾𝑾𝑗𝑗�𝑁𝑁
𝑗𝑗=1   +∆ 

 

 

 

 

 

We could see that all constraints are considered for all n, ∀n ∈ {1,2, … , n}, representing every 

user are under those constraints 

Rearrange and simplify above to obtain formula as following 

L = 

∑ PnN
j=1 +  ∑ Tr(𝐖𝐖j)N

j=1 +  µreq ∑ anTr(𝐖𝐖j𝐆𝐆j)N
j≠n  − ∑ anN

j=1 Tr(𝐖𝐖n𝐆𝐆n) +

∑ bnN
j=1  Tr(𝐅𝐅𝐖𝐖n)  − µtotalmax ∑ bnTr�𝐅𝐅𝐖𝐖j�N

j≠n −  ∑ cnTr�𝐆𝐆n𝐖𝐖j�N
j=1 −  ∑ Tr�𝐘𝐘j𝐖𝐖j�N

j=1   +∆ ，

∀n ∈ {1,2, … , n}  (11) 

∆ represents the rest of terms which are not contain matrix W 

Rearrange and simplify above to obtain formula as following 

L = 

∑ PnN
j=1 +  ∑ Tr(𝐖𝐖j)N

j=1 +  µreq ∑ anTr(𝐖𝐖j𝐆𝐆j)N
j≠n  − ∑ anN

j=1 Tr(𝐖𝐖n𝐆𝐆n) +

∑ bnN
j=1  Tr(𝐅𝐅𝐖𝐖n)  − µtotalmax ∑ bnTr�𝐅𝐅𝐖𝐖j�N

j≠n −  ∑ cnTr�𝐆𝐆n𝐖𝐖j�N
j=1 −  ∑ Tr�𝐘𝐘j𝐖𝐖j�N

j=1   +∆ 

∀n ∈ {1,2, … , n}  (12) 

 

Then if we take the derivative of Lagrangian with the respect to 𝐖𝐖j, we could obtain that  

 

Minimize
Pn,ηn,𝐰𝐰n, 𝐯𝐯 � Pn

N

n=1

 + �‖𝐰𝐰n‖2
N

n=1

+  ‖𝐯𝐯‖2 

Robust Resource allocation for SWIPT-Relaying system 
 

 
Subject to  

C1:  Pn  ≥ 0 ,∀n ∈ {1,2, … , n} 

C2:  SINRn  ≥  µreq  , ∀n ∈ {1,2, … , n} 

C3:  SINR  n
first hoop ≥  µreq  , ∀n ∈ {1,2, … , n} 

C4:  SINReve,n  ≤  µtotalmax  ,∀n ∈ {1,2, … , n}  

C5:  PER,n  ≥  Pmin ,∀n ∈ {1,2, … , n} 
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∂L
∂𝐖𝐖j

 =  I + ∑ anµreq𝐆𝐆𝐣𝐣N
n ≠j − an𝐆𝐆𝐧𝐧 +  bn𝐅𝐅 −  ∑ bjµtotalmax 𝐅𝐅N

j ≠n − ∑ cj𝐆𝐆𝐧𝐧N
j=1  −   ∑ 𝐘𝐘jN

j=1   

      (13) 

 

∂L
∂𝐖𝐖j

 =  𝐈𝐈 + ∑ ajµreq𝐆𝐆𝐣𝐣N
j ≠n −  an𝐆𝐆𝐧𝐧 +  bn𝐅𝐅 −  ∑ bjµtotalmax 𝐅𝐅N

j ≠n −  cj𝐆𝐆𝐧𝐧 −   𝐘𝐘j   (14) 

In order to satisfy conditions of using KKT conditions, the gradient of Lagrangian with 

respect to target should be vanished, which means that 

 
∂L
∂𝐖𝐖j

=  0  (15) 

 

Thus, we could represent 𝐘𝐘j in this form 

𝐘𝐘j =  𝐈𝐈 + ∑ anµreq𝐆𝐆𝐣𝐣N
j ≠n −  an𝐆𝐆𝐧𝐧 +  bn𝐅𝐅 − ∑ bnµtotalmax 𝐅𝐅N

j ≠n −  cj𝐆𝐆𝐧𝐧    (16) 

Furthermore, KKT conditions also indicates the complementary slackness  

µreq ∑ aj𝐓𝐓𝐓𝐓(𝐖𝐖j𝐆𝐆j)N
j≠n  − ∑ ajN

j=1 𝐓𝐓𝐓𝐓(𝐖𝐖n𝐆𝐆n) = 0  (17) 

∑ bjN
j=1  Tr(𝐅𝐅𝐖𝐖n) − µtotalmax ∑ bjTr�𝐅𝐅𝐖𝐖j�N

j≠n =  0  (18) 

∑ cjN
j=1  ∑ Tr�𝐆𝐆n𝐖𝐖j�N

j=1 = 0  (19) 

∑ Tr�𝐘𝐘j𝐖𝐖j�N
j=1   = 0  (20) 

From (20) we could see that 𝐘𝐘j𝐖𝐖j =  0, which means that the structure of 𝐖𝐖j is influenced by 

the structure of 𝐘𝐘j.  

If we concentrate on Karush-Kuhn-Tucker (KKT) conditions, we could conclude the proof as 

following 

 

 
 

∑ 𝑎𝑎𝑗𝑗𝑁𝑁
𝑗𝑗=1 , 𝒀𝒀𝑗𝑗  ∑ 𝑏𝑏𝑗𝑗𝑁𝑁

𝑗𝑗=1  , ∑ 𝑐𝑐𝑗𝑗𝑁𝑁
𝑗𝑗=1  ≥ 0 (21) 

𝒀𝒀𝑗𝑗𝑾𝑾𝑗𝑗 = 0 (22) 

𝒀𝒀𝑗𝑗 =  𝐈𝐈 − Ξ (23) 

Ξ = −𝑎𝑎𝑗𝑗𝜇𝜇𝑟𝑟𝑟𝑟𝑟𝑟𝐆𝐆𝐣𝐣 + 𝑎𝑎𝑛𝑛𝐆𝐆𝐧𝐧 −  𝑏𝑏𝑛𝑛𝐅𝐅 + 𝑏𝑏𝑗𝑗𝜇𝜇𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑡𝑚𝑚𝑚𝑚𝑚𝑚 𝐅𝐅 + 𝑐𝑐𝑗𝑗𝐆𝐆𝐧𝐧    (24) 

 
 
 



27 
 

From (24) we could see that 𝐘𝐘j𝐖𝐖j =  0, which means that the structure of 𝐖𝐖j is influenced by 

the structure of 𝐘𝐘j.  𝐘𝐘j could be found via matrix Ξ,  as  𝐘𝐘j =  𝐈𝐈 − Ξ, where Ξ = −ajµreq𝐆𝐆𝐣𝐣 +

an𝐆𝐆𝐧𝐧 −  bn𝐅𝐅 + bjµtotalmax 𝐅𝐅 + cj𝐆𝐆𝐧𝐧. Suppose Ξ is a negative definite matrix, then 

 

from 𝐘𝐘j𝐖𝐖j = 0, we see that the columns of 𝐖𝐖j located in the null space of 𝐘𝐘j. In order to 

identify the rank of 𝐖𝐖j, we could firstly investigate the structure of 𝐘𝐘j. 

 𝐘𝐘j could be found via matrix Ξ, as  

 𝐘𝐘j =  𝐈𝐈 − Ξ  (23),  

where Ξ = −ajµreq𝐆𝐆𝐣𝐣 + an𝐆𝐆𝐧𝐧 −  bn𝐅𝐅 + bjµtotalmax 𝐅𝐅 + cj𝐆𝐆𝐧𝐧  (24). 

Suppose Ξ is a negative definite matrix, then Y has to be full-rank and positive definite 

matrix, which will lead to Rank(W) = 0. If  Ξ is semi positive definite matrix, since 𝐘𝐘j =  𝐈𝐈 −

Ξ is defined to positive semi-definite, therefore the inequality holds as following 

1 ≥ λΞmax ≥ 0  (25) 

Where λΞmax is the maximum eigenvalue of matrix Ξ . If λΞmax< 1, matrix Y will be a positive 

definite matrix with full rank thus Rank(W) = 0. Meanwhile if λΞmax= 1, the null space of Y 

could be spanned by unit vector 𝐮𝐮Ξ ∈ ℂ𝑁𝑁×1, w. Thus Rank(W) = 1 and could be represented 

by  

W = 𝐮𝐮Ξ𝐮𝐮Ξ𝐻𝐻.  (26) 

Where 𝐮𝐮Ξis the unit eigenvector of matrix Ξ with eigenvalue λΞmax 

 

Thus we can see that the only non-convex constraint Rank(𝐖𝐖j) = 1 could be removed as the 

structure of W is discovered. The rest parts in problem formulation are all convex so that we 

could use software technique to simulate the results.  
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Simulation Results 

In this section, the simulation results will be presented and discussed to determine if proposed 

resource allocation algorithm design has expected system performance or not. We assume 

that carrier center frequency is 915MHz. There are three users and one eavesdropper located 

10 meters and 5 meters from the relay respectively. Relay is located 100 meters for BS and 

minimum required harvested power at users is Pmin= 1 W.  

 

Simulation parameters 

Carrier Frequency 915MHz 

Distance between BS to relay 100 meters 

Distance between relay to user 10 meters 

Distance between relay to eavesdropper  5 meters 

Number of users 3 

Minimum required harvested power 1W 

  

 

 
Figure6 discovers the average minimum transmit power versus the maximum tolerable SINR 

at eavesdropper and three different numbers of antennas at the transmitter side. It could be 

seen that the average minimum transmit power is decreasing which means the average total 

power consumption is decreasing with increasing maximum tolerable SINR at eavesdropper 
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(µtotalmax ). Particularly, to obtain a larger maximum SINR requirement, the relay is supposed to 

control the direction of beamforming towards the users which will cause lower RF energy 

towards eavesdropper. Meanwhile, given consistent maximum tolerable SINR, the total 

power consumption decreases for increasing numbers of transmit antennas NT as more 

antennas lead to larger degrees of freedom which could facilitate more efficient power 

resource allocation.  

 

Figure7 depicts the average minimum transmit power versus the minimum harvested power 

for maximum tolerable SINR at eavesdropper of 0dB and three different numbers of transmit 

antennas NT. It could be observed that the average power consumption decreases with an 

increasing number of antennas as well as that the total average power consumption decreases 

with decreasing minimum required harvested power. 

 

 
Figure7: Average minimum transmit power (dBm) versus the minimum required harvest 
power (mW). 
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Conclusion  

In conclusion, this thesis applies a resource allocation algorithm that is established to 

optimize the power consumption of a SWIPT system. This algorithm particularly 

concentrates on solving the non-convex problem for obtaining the minimum of the power 

consumption with the consideration of QoS of an efficient system and communication 

security. With the use of SDP relaxation and the CVX technique, the non-convex 

optimization problem is solved optimally. Results show how total power consumption varies 

with the minimum required harvested power and maximum tolerable SINR at eavesdropper 

numerically. In the future, more complicated conditions could be considered in my system 

model for example that I could consider imperfect channel state information of signal which 

is practically received by users rather than assuming perfect CSI between BS and users. 

Moreover, we can compare system performance of different types of receivers in the future.  

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



31 
 

Reference 

[1] D. W. K. Ng and R. Schober, "Secure and Green SWIPT in Distributed Antenna 

Networks With Limited Backhaul Capacity," in IEEE Transactions on Wireless 

Communications, vol. 14, no. 9, pp. 5082-5097, Sept. 2015.  

[2] S. Leng, D. W. K. Ng, N. Zlatanov and R. Schober, "Multi-objective resource allocation 

in full-duplex SWIPT systems," 2016 IEEE International Conference on Communications 

(ICC), Kuala Lumpur, 2016, pp. 1-7.  

[3] R. Morsi, V. Jamali, D. W. K. Ng and R. Schober, "On the Capacity of SWIPT Systems 

with a Nonlinear Energy Harvesting Circuit," 2018 IEEE International Conference on 

Communications (ICC), Kansas City, MO, 2018, pp. 1-7.  

[4] S. Leng, D. W. K. Ng, N. Zlatanov and R. Schober, "Multi-objective beamforming for 

energy-efficient SWIPT systems," 2016 International Conference on Computing, Networking 

and Communications (ICNC), Kauai, HI, 2016, pp. 1-7.  

[5] E.Boshkovska, A. Koelpin, D. W. K. Ng, N. Zlatanov and R. Schober, "Robust 

beamforming for SWIPT systems with non-linear energy harvesting model," 2016 IEEE 17th 

International Workshop on Signal Processing Advances in Wireless Communications 

(SPAWC), Edinburgh, 2016, pp. 1-5.  

[6] E. Boshkovska, X. Chen, L. Dai, D. W. K. Ng and R. Schober, "Max-Min Fair 

Beamforming for SWIPT Systems with Non-Linear EH Model," 2017 IEEE 86th Vehicular 

Technology Conference (VTC-Fall), Toronto, ON, 2017, pp. 1-6.  

[7] H. M. Wang, C. Wang, D. Ng, M. Lee, and J. Xiao, “Artificial Noise Assisted Secure 

Transmission for Distributed Antenna Systems,” IEEE Trans. Signal Process., vol. 64, no. 15, 

pp. 4050–4064, 2016.  

[8] Derrick Wing Kwan Ng; Trung Q. Duong; Caijun Zhong; Robert Schober, "Multi‐ 

antenna Energy Beamforming for SWIPT," in Wireless Information and Power Transfer: 

Theory and Practice ,, Wiley, 2019, pp.81-97  

[9] Derrick Wing Kwan Ng; Trung Q. Duong; Caijun Zhong; Robert Schober, "Fundamentals 

of Signal Design for WPT and SWIPT," in Wireless Information and Power Transfer: Theory 

and Practice , ,Wiley, 2019, pp.17-37  

[10] Powercast Coporation, “RF Energy Harvesting and Wireless Power for LowPower 

Applications,” 2011. [Online]. Available: http://www.mouser.com/pdfdocs/ Powercast- 

Overview-2011-01-25.pdf  



32 
 

[11] I. Krikidis, S. Timotheou, S. Nikolaou, G. Zheng, D. W. K. Ng and R. Schober, 

"Simultaneous wireless information and power transfer in modern communication systems," 

in IEEE Communications Magazine, vol. 52, no. 11, pp. 104-110, Nov. 2014.  

[12] S. Zhong and X. Wang, “Energy allocation and utilization for wirelessly powered iot 

networks,” IEEE Internet of Things Journal, 2018. [19] D. Ng and R. Schober, “Max-Min 

Fair Wireless Energy Transfer for Secure Multiuser Communication Systems,” in IEEE Inf. 

Theory Workshop (ITW), Nov 2014, pp. 326–330.  

[13] B. Clerckx, R. Zhang, R. Schober, D. W. K. Ng, D. I. Kim and H. V. Poor, 

"Fundamentals of Wireless Information and Power Transfer: From RF Energy Harvester 

Models to Signal and System Designs," in IEEE Journal on Selected Areas in 

Communications, vol. 37, no. 1, pp. 4-33, Jan. 2019.  

[14] D. W. K. Ng and R. Schober, "Secure and Green SWIPT in Distributed Antenna 

Networks With Limited Backhaul Capacity," in IEEE Transactions on Wireless 

Communications, vol. 14, no. 9, pp. 5082-5097, Sept. 2015.  

[15] T. A. Le, Q. Vien, H. X. Nguyen, D. W. K. Ng and R. Schober, "Robust Optimization 

with Probabilistic Constraints for Power-Efficient and Secure SWIPT," 2016 IEEE Global 

Communications Conference (GLOBECOM), Washington, DC, 2016, pp. 1-7.  

[16] T. A. Le, Q. Vien, H. X. Nguyen, D. W. K. Ng and R. Schober, "Robust Chance- 

Constrained Optimization for Power-Efficient and Secure SWIPT Systems," in IEEE 

Transactions on Green Communications and Networking, vol. 1, no. 3, pp. 333-346, Sept. 

2017. 

[17] D. W. K. Ng, E. S. Lo and R. Schober, "Multiobjective Resource Allocation for Secure 

Communication in Cognitive Radio Networks With Wireless Information and Power 

Transfer," in IEEE Transactions on Vehicular Technology, vol. 65, no. 5, pp. 3166- 3184, 

May 2016.  

[18] Derrick Wing Kwan Ng; Trung Q. Duong; Caijun Zhong; Robert Schober, "Physical 

Layer Security in SWIPT Systems with Nonlinear Energy Harvesting Circuits," in Wireless 

Information and Power Transfer: Theory and Practice , Wiley, 2019, pp.197-216  

[19] X. Chen, D. W. K. Ng and H. Chen, "Secrecy wireless information and power transfer: 

challenges and opportunities," in IEEE Wireless Communications, vol. 23, no. 2, pp. 54-61, 

April 2016.  

[20] D. W. K. Ng and R. Schober, "Secure and Green SWIPT in Distributed Antenna 

Networks With Limited Backhaul Capacity," in IEEE Transactions on Wireless 

Communications, vol. 14, no. 9, pp. 5082-5097, Sept. 2015.  



33 
 

[22] E. Boshkovska, D. W. K. Ng, N. Zlatanov and R. Schober, "Practical Non-Linear 

Energy Harvesting Model and Resource Allocation for SWIPT Systems," in IEEE 

Communications Letters, vol. 19, no. 12, pp. 2082-2085, Dec. 2015.  

[23] Q. Li, Q. Zhang and J. Qin, "Secure Relay Beamforming for SWIPT in Amplify-and- 

Forward Two-Way Relay Networks," in IEEE Transactions on Vehicular Technology, vol. 

65, no. 11, pp. 9006-9019, Nov. 2016.  

[24] Na Zhao, Rong Chai, Qin Hu and Jian-Kang Zhang, "Energy efficiency optimization 

based joint relay selection and resource allocation for SWIPT relay networks," 2015 10th 

International Conference on Communications and Networking in China (ChinaCom), 

Shanghai, 2015, pp. 503-508.  

[25] X. Sun, W. Yang, Y. Cai, R. Ma and L. Tao, "Physical Layer Security in Millimeter 

Wave SWIPT UAV-Based Relay Networks," in IEEE Access, vol. 7, pp. 35851-35862, 2019.  

[26] F. Nawaz, S. A. Hassan and S. Saleem, "Outage Analysis of a Dual Relay SWIPT 

System in Hybrid Forwarding Schemes," 2018 14th International Wireless Communications 

& Mobile Computing Conference (IWCMC), Limassol, 2018, pp. 1137-1141.  

[27] J. Zhang, X. Tao, H. Wu and X. Zhang, "Secure Transmission in SWIPT-Powered Two- 

Way Untrusted Relay Networks," in IEEE Access, vol. 6, pp. 10508-10519, 2018.  

[28] Z. Chen, Z. Ding, P. Xu, X. Dai, J. Xu and D. W. K. Ng, "Comment on “Optimal 

Precoding for a QoS Optimization Problem in Two-User MISO-NOMA Downlink”," in 

IEEE Communications Letters, vol. 21, no. 9, pp. 2109-2111, Sept. 2017.  

[29] M. R. Mili, A. Khalili, D. W. K. Ng and H. Steendam, "A Novel Performance Tradeoff 

in Heterogeneous Networks: A Multi-objective Approach," in IEEE Wireless 

Communications Letters.  

[30] Y. Sun, D. W. K. Ng and R. Schober, "Resource Allocation for Secure Full-Duplex 

Radio Systems," WSA 2017; 21th International ITG Workshop on Smart Antennas, Berlin, 

Germany, 2017, pp. 1-6.  

[31] I. Ahmed, A. Ikhlef, D. W. K. Ng and R. Schober, "Power Allocation for an Energy 

Harvesting Transmitter with Hybrid Energy Sources," in IEEE Transactions on Wireless 

Communications, vol. 12, no. 12, pp. 6255-6267, December 2013.  

[32] L. Zhao, Z. Wei, D. W. K. Ng, J. Yuan and M. C. Reed, "Mitigating Pilot Contamination 

in Multi-Cell Hybrid Millimeter Wave Systems," 2018 IEEE International Conference on 

Communications (ICC), Kansas City, MO, 2018, pp. 1-7.  



34 
 

[33]X. Chen, R. Jia and D. W. K. Ng, "The Application of Relay to Massive Non-Orthogonal 

Multiple Access," in IEEE Transactions on Communications, vol. 66, no. 11, pp. 5168-5180, 

Nov. 2018.  

[34] Y. Wu, C. Wen, D. W. K. Ng, R. Schober and A. Lozano, "Low-complexity MIMO  

precoding with discrete signals and statistical CSI," 2016 IEEE International Conference on 

Communications (ICC), Kuala Lumpur, 2016, pp. 1-6.  

[35] M. Chynonova, R. Morsi, D. W. K. Ng and R. Schober, "Optimal multiuser scheduling 

schemes for simultaneous wireless information and power transfer," 2015 23rd European 

Signal Processing Conference (EUSIPCO), Nice, 2015, pp. 1989-1993.  

[36] D. Lim, J. Kang, C. Chun and H. Kim, "Joint Transmit Power and Time-Switching 

Control for Device-to-Device Communications in SWIPT Cellular Networks," in IEEE 

Communications Letters, vol. 23, no. 2, pp. 322-325, Feb. 2019. 

[37] D. K. P. Asiedu, S. Mahama, S. Jeon and K. Lee, "Optimal Power Splitting for 

Simultaneous Wireless Information and Power Transfer in Amplify-and-Forward Multiple-

Relay Systems," in IEEE Access, vol. 6, pp. 3459-3468, 2018. 

[38] F. Benkhelifa, K. Tourki and M. Alouini, "Proactive Spectrum Sharing for SWIPT in 

MIMO Cognitive Radio Systems Using Antenna Switching Technique," in IEEE 

Transactions on Green Communications and Networking, vol. 1, no. 2, pp. 204-222, June 

2017. 

[39] H. M. Wang, C. Wang, and D. W. K. Ng, “Artificial Noise Assisted Secure 

Transmission Under Training and Feedback,” IEEE Transactions on Signal Processing, vol. 

63, no. 23, pp. 6285–6298, Dec 2015. 

[40] B. Clerckx, R. Zhang, R. Schober, D. W. K. Ng, D. I. Kim and H. V. Poor, 

"Fundamentals of Wireless Information and Power Transfer: From RF Energy Harvester 

Models to Signal and System Designs," in IEEE Journal on Selected Areas in 

Communications, vol. 37, no. 1, pp. 4-33, Jan. 2019 

[41] J. Chen, X. Chen, W. H. Gerstacker, and D. W. K. Ng, “Resource Allocation for a 

Massive MIMO Relay Aided Secure Communication,” IEEE Trans. on Inf. Forensics and 

Security, vol. 11, no. 8, pp. 1700–1711, Aug 2016.  

[42] D. W. K. Ng, E. S. Lo, and R. Schober, “Efficient Resource Allocation for Secure 

OFDMA Systems,” IEEE Trans. Veh. Technol., vol. 61, pp. 2572–2585, Jul. 2012.  



35 
 

[43] H. Lee, K. Lee, H. Kong and I. Lee, "Sum-Rate Maximization for Multiuser MIMO 

Wireless Powered Communication Networks," in IEEE Transactions on Vehicular 

Technology, vol. 65, no. 11, pp. 9420-9424, Nov. 2016 

[44] E. Boshkovska, D. W. K. Ng, L. Dai and R. Schober, "Power-Efficient and Secure 

WPCNs With Hardware Impairments and Non-Linear EH Circuit," in IEEE Transactions on 

Communications, vol. 66, no. 6, pp. 2642-2657, June 2018.  

[45] Derrick Wing Kwan Ng; Trung Q. Duong; Caijun Zhong; Robert Schober, "The Era of 

Wireless Information and Power Transfer," in Wireless Information and Power Transfer: 

Theory and Practice, Wiley, 2019, pp.1-16 

[46] D. W. K. Ng, E. S. Lo and R. Schober, "Wireless Information and Power Transfer: 

Energy Efficiency Optimization in OFDMA Systems," in IEEE Transactions on Wireless 

Communications, vol. 12, no. 12, pp. 6352-6370, December 2013.  

[47] X. Chen, D. W. K. Ng and H. Chen, "Secrecy wireless information and power transfer: 

challenges and opportunities," in IEEE Wireless Communications, vol. 23, no. 2, pp. 54-61, 

April 2016.7 

[48] T. A. Le, Q. Vien, H. X. Nguyen, D. W. K. Ng and R. Schober, "Robust 

ChanceConstrained Optimization for Power-Efficient and Secure SWIPT Systems," in IEEE 

Transactions on Green Communications and Networking, vol. 1, no. 3, pp. 333-346, Sept. 

2017. 

[49] E. Boshkovska, N. Zlatanov, L. Dai, D. W. K. Ng and R. Schober, "Secure SWIPT 

Networks Based on a Non-Linear Energy Harvesting Model," 2017 IEEE Wireless 

Communications and Networking Conference Workshops (WCNCW), San Francisco, CA, 

2017, pp. 1-6.  

[50] S. Leng, D. W. K. Ng, N. Zlatanov and R. Schober, "Multi-objective resource allocation 

in full-duplex SWIPT systems," 2016 IEEE International Conference on Communications 

(ICC), Kuala Lumpur, 2016, pp. 1-7.  

[51] Q. Wu, W. Chen, D. W. Kwan Ng, J. Li and R. Schober, "User-Centric Energy 

Efficiency Maximization for Wireless Powered Communications," in IEEE Transactions on 

Wireless Communications, vol. 15, no. 10, pp. 6898-6912, Oct. 2016. 

[52] Powercast Coporation, “RF Energy Harvesting and Wireless Power for LowPower 

Applications,” 2011. [Online]. Available: http://www.mouser.com/pdfdocs/ Powercast-

Overview-2011-01-25.pdf 

[53] X. Chen, D. W. K. Ng, W. Yu, E. G. Larsson, N. Al-Dhahir, and R. Schober, “Massive 

access for 5G and beyond,” arXiv preprint arXiv:2002.03491, 2020. 



36 
 

[54] J. Zhang, E. Björnson, M. Matthaiou, D. W. K. Ng, H. Yang, and D. J. Love, 

‘‘Prospective multiple antenna technologies for beyond 5G,’’ 2019, arXiv:1910.00092. 

[Online]. Available: http://arxiv.org/abs/1910.00092 

 
 


	Acknowledgment
	Abstracts
	Abbreviation
	Introduction
	Background
	Receivers Structure of SWIPT
	Challenges in SWIPT
	Security in SWIPT
	Secrecy Rate
	Artificial Noise
	MIMO SWIPT System
	Relay Assisted SWIPT System
	Key Notation

	System Model
	Problem Formulation
	Evaluation

	Simulation Results
	Conclusion
	Reference

